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The present document compiles a complete documentation of the GR-7600/V2
software’s User Interface (Ul) and user manual. It is to be used as the user’s
main point of reference for installing, initializing, launching, configuring, and using
the software’s features. Furthermore, it is designed to help the user understand
some of the product’s technical aspects and as such, basic technical knowledge
is recommended. This manual is structured hierarchically using static
screenshots of each element that is of interest.
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1. Introduction

This guide is designed to provide documentation for users and technical staff
who will install, configure, maintain, and set the software up on desktop and
tablet computers, and use it daily, covering the functionality of every available

element and feature, most basic needs and answering most questions that would
assist them in solving issues and difficulties.

Note: For a clearer understanding of this user manual, it is recommended that

chapter 1.3.1., containing a list of useful keywords and terms that are being
repeatedly used throughout the document, be advised.

1.1. Specifications & Features

The product’s architecture can be broken down to the following elements, or
specifications: the database, API, worker, data receiver, Modbus, and User
Interface that essentially is the primary element the present manual describes.

The following image provides a simple overview of the system’s architecture.
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(i) Database — The database is installed along with the main software
application. The engine powering the database is the Microsoft SQL Server 2019
software. The database serves as the main storage location for several
procedures, the devices’ status and information, and floor plan files among
others.

- The database has a limit of 10GB of storage, depending on Microsoft’s
specifications.

- Only one database is required for the entire network of wireless devices, and it
can be installed on a single computer.

(i) APl — The API is built using the .NET 6 technology. It communicates with the
database using a connection string, which is a string that specifies information
about a data source and the means of connecting to it. All queries placed to the
database are carried out through the Entity framework, using ORM. It serves as
the bridge for the communication of each separate element with one another.

- It can be installed anywhere on the network and is installed as an always-on
service in the background.

- All calls placed to the APl use the HTTPS protocol utilizing a self-signed
certificate.

(iii) Worker — It is a Windows service built with the .NET 6 technology. lIts
purpose is to receive specific information from the tables of the database and
record and store it in another table that will facilitate the Ul and serve as a
summary.

- It checks for any scheduled tasks or procedures that are selected by the user to
ensure their successful execution.

- It utilizes the SMTP protocol and other e-mail services to distribute general
reports and notification messages to the software’s users.

(iv) Data receiver — It is a Windows service built with the .NET 6 technology. The
data receiver is installed on the main computer and is responsible for all
communication between the installed gateways and the wireless points —
luminaires and I/O units — for the transmission of the various commands the user
may send. It records and stores the status of those devices in the database.

- Itis installed as an always-on service in the background.
- All requests are being monitored in real time.

- The tasks assigned to devices through user commands may be programmed or
ad hoc created.
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- Multiple data receivers can be installed — one receiver per installed panel — on
multiple computers within the same network, while enabling their communication
with the same database through the API.

(v) Modbus — It is a Windows service using the .NET 6 technology, responsible
for the Modbus protocol implementation in the software. More information can be
found in chapter 3.1.7.5.

(vi) User Interface — The Ul is a Windows Forms application built with the .NET
6 technology and comprises the graphical environment for the system’s
functionality, monitoring and maintenance. It can be installed on every computer
that can be connected to the same network as the wireless devices and each
software installation can be linked to a single panel to expedite the monitoring of
larger installation sites.

- The Ul has multiple-user capabilities.
- It facilitates the user’s interaction with all of the devices within the network.

- It utilizes multiple selection criteria for filtering the search results of all
connected devices.

- It enables the user to export any available screen as an HTML format file for
future viewing and print any screen’s contents.

- The floor plan files can be exported as various image formats.

- The software is translated into seven (7) different languages.

1.2. System Requirements
The minimum system requirements are:

- Windows 10/11 x64

- 8GB RAM, or more

- 10GB of free storage, or more
- .NET Framework 4.8

- Internet connection
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1.3. Topology

The wireless connection among the devices is established through a fast, mesh-
type network, at 868 MHz. A wireless network consists of a wireless network
master — gateway — and a group of wireless devices — luminaires, network
extenders and wireless input/output units — connected to the gateway, the master
device of the network.

Each wireless device can be connected directly to the gateway or use other
wireless devices that essentially serve as repeaters to reach the gateway, as per
the mesh-type network.

_________

L
-

Gateway
Wireless emergency luminaires

Wireless network extender

The previous image serves as a network formation example, of a mesh-type
network. The wireless range in a building’s interior is approximately 20 to 25
meters from device to device, when the in-between physical obstacles are typical
brick walls and wooden or synthetic furniture.

Multiple wireless networks can co-exist in an installation simultaneously and be
monitored through a single control panel. Each system can support up to 16
gateways and up to 200 wireless devices per gateway.
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1.4. Wireless Network Specifications & Terms

(i) Wireless network master — The gateway is the master device of a wireless
network. A gateway’s role is to collect wireless data from the wireless emergency
lighting installation and transfer this data to the master control panel. Available
models include models with Ethernet/Wi-Fi, and USB connectivity.

(i) Wireless device — Such a device may be any type of wireless device, i.e.,
emergency luminaires, network extenders and input/output units, that connect to
a wireless network.

(iii) UID (Unique ID) — UID is the unique address of each wireless device. It is
used by the central system to distinguish each wireless device from another. It
comes in 8-digit hexadecimal values.

(iv) SID (System ID) — SID represents the wireless network’s name. All wireless
devices within a wireless network must share the same SID to form a connection.
The default SID value is 00000001, in its 8-digit hexadecimal form.

(v) NKey (Network Key) — NKey is a key used to encrypt all transmitted
communications, providing a high security level, and preventing attacks on the
wireless network(s). The default NKey is set to 00000000, in its 8-digit
hexadecimal form.

(vi) RF Channel — This is the operating frequency of the wireless network. There
are four (4) available channels — numbered as 2, 3, 4 and 5 — within the 868.150
MHz — 868.450 MHz frequency range, to be used for the network(s), which can
be changed through the Installation menu of the software. When there are other
wireless networks operating nearby, a different RF channel should be used for
each network to avoid data traffic. The default channel is 2.

(vii) Hop level — The hopping functionality constitutes the primary feature of a
mesh-type network. Through this feature the wireless devices do not require to
be directly connected to a gateway, as data can be re-transmitted by any
wireless device located between the gateway and the target device, provided that
every in-between device is within the same network and in range. Thus, each
device in-between is also a repeater. The Hop level value indicates the number
of times the data hopped from one nearby device to another till it reached the
gateway. Typically, a wireless network is able to sustain up to 16 hops.

(viii) Network level — It is identical to the Hop level and indicates the number of
devices serving as repeaters between the gateway and a wireless device.
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(ix) Self-healing — If a wireless device, e.g., a luminaire, which connects to a
gateway through hopping, loses its connection with its link, it will automatically
search for a new available route, if there is one, and reconnect. This function
does not require human interaction.

(x) Listen-before-talk — Prior to transmitting any data, a wireless device checks
the communication channel for occupancy in order to avoid any collisions and
data loss.

Note: In order for a gateway and a group of wireless devices to form a network
and connect to one another, they must share the same SID, Nkey and RF
Channel values.

When the SID and RF channel between two devices match, but the NKey values
do not, there will be a wireless connection where the transmitted data will not be
able to be decrypted, and thus no valid data will be received. When the SID or
the RF channel value between two devices differs, there will be no connection
between those two devices, as they will belong to different networks.

1.5. Wireless Network Installation & Restrictions

(i) If another wireless system operating at 868 MHz is present in the area, prior to
installation, the external Wireless Installation Tool application needs to be used
along with a GR-7605/V2 or GR-7607/V2 device to check the frequency
spectrum, through the same application, on channels 2, 3, 4 and 5. During
installation free channels are preferred over occupied RF channels, in order to
avoid collisions and data loss.

(i) It is recommended to use a different RF channel for neighboring wireless
networks. An RF channel can be reused by two separate networks when their
closest devices are at least 80 meters away. When the distances between two
networks are shorter, a different RF channel should be used.

The distance can vary depending on the structure of the building.

------------------

RF Channel; 2 RF Channel: 2

10
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(iii) During the installation of a wireless network, it is recommended that the GR-
7605/V2 Wireless Signal Strength Tester — RSSI — be used to check the signal
reception levels before installing and activating a wireless device, such as a
luminaire, at that position. The installation area that is closest to the gateway
should be measured first, persisting for at least 1 minute for better measurement
results. The observation of level indications of 3 and above is recommended. The
same should be repeated for each of the next installation areas. It should be
noted that each signal reading originates from any active and re-transmitting
wireless device. In cases where the signal is lower than level 3 and another
emergency luminaire cannot be installed in-between, the installation of a wireless
network extender should be considered.

S —

(iv) The wireless signal is capable of traveling through the interior brick walls and
conventional furniture — wooden or synthetic — covering distances of 20 to 25
meters within the building’s interior. Building floors are usually made of reinforced
concrete with steel/iron bars that can interfere with the passing of the signal.
Therefore, when the installation area requires the coverage of multiple floors, it is
recommended that an independent wireless network be used for every floor. All
gateways can be connected to a local network and monitored from a single
control panel.

Floor 2

El. Floor O

11
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(v) The same wireless network to cover multiple buildings should be avoided,
even when the number of wireless devices has not reached the gateway’s limit of
200 devices. Attempting to cover multiple buildings with a single network may
lead to connection instability, due to weather conditions or outside obstacles.
Thus, an independent network should be created for every building, which can be
controlled via the same control panel, provided that there is a single local area
network that can be shared among the buildings.

(vi) Gateways are recommended to be installed at central points, where there is
at least 1 wireless device, such as a luminaire, within range and that is directly
connected to a gateway for every 15 wireless devices. For example, for a
network of one hundred and 120 wireless devices in total, at least 8 of them
should be directly connected to the gateway, within a 25-meter radius, in every
direction. Thus, a formation closely resembles the star formation is achieved and
the overall data load is split more efficiently.

(vii) The gateway’s device limit of 200 should not be exceeded. For maximum
capacity to be achieved, the previous rule must apply. Therefore, the gateway
should be installed at a position where at least 12 or 13 wireless devices are in
range to be directly connected to the gateway, spreading towards each direction.

(viii) During the technical study and prior to the installation, it is recommended
that alternative routes for most of the wireless devices be predicted and created,
to ensure proper communication, even in the event of a wireless link of a device
with the other devices breaking. In-line connections should be avoided whenever
possible because they do not provide alternative routes for the signal to pass
through when a link is broken.

1.6. Wireless Devices & Peripherals
116-GR-7610/V2 PC Wireless
The PC Wireless is a standalone control panel for
wireless emergency lighting. It is equipped with a 7” color
touch screen and a backup battery of 1h duration. Runs
the Standard version of the Autronica GR-7600/V2
. software application — the currently described software,
pre-installed. Works with the 116-GR-7607/V2 or 116-GR-

12
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7605/V2 USB gateway and with 116-GR-7603/V2
gateway.

Max connected devices: 400

Max connected gateways:10

Max connected devices per gateway:200

116-GR-7620/V2 PC Wireless Rugged

The PC Wireless is a standalone control panel for
wireless emergency lighting suitable for industrial usage.
It is equipped with a 10” color touch screen and a backup
battery of 4h duration. Runs the Standard version of the
Autronica GR-7600/V2 software application - the
currently described software, pre-installed. Works with the
116-GR-7607/V2 or 116-GR-7605/V2 gateway and with
116-GR-7603/V2 Wireless Network Master Eth/WiFi.

Max connected devices:1000

Max connected gateways:10

Max connected devices per gateway:200
116-GR-7630/V2 PC Wireless Tabletop

The PC Wireless is a standalone control panel for
wireless emergency lighting suitable for reception etc. It is
equipped with a 10" color touch screen and a backup
battery of 4h duration. Runs the Standard version of the
Autronica GR-7600/V2 software application - the
currently described software, pre-installed. Works with the
116-GR-7607/V2 or 116-GR-7605/V2 gateway and with
116-GR-7603/V2 Wireless Network Master Eth/WiFi.

Max connected devices: 1000

Max connected gateways:10

Max connected devices per gateway:200
116-GR-7603/V2 Wireless Network Master Port/Wifi
The Wireless Network Master Port/Wifi T2 is a gateway
device for the wireless emergency lighting that provides
flexible connectivity options. It provides Wi-Fi (WPA/PSK
or WPS) and Ethernet connection options, with dynamic —
DCHP - or static IPv4 addressing, for local network
connection and communication with the master PC —
Autronica GR-7600/V2. The configurations are applied
through a simple webpage — connect via its mini Access
Point. Capable of controlling up to 200 wireless devices. It
is supplied via the mains power — 220-240V / 50-60Hz —
line without a self-contained backup operation. For
uninterruptible operation a UPS power line must be used.
116-GR-7607/V2 Wireless Network Master USB

The Wireless Network Master USB T2 is a USB gateway
for the wireless emergency lighting. It is connected via a
USB port to the master PC — running Autronica GR-

13
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7600/V2 — and is capable of controlling up to 200 wireless
devices. It is power supplied via USB.

116-GR-7604/V2 Wireless Network Extender

The Wireless Network Extender is a signal range
extension device, or signal repeater. It re-transmits
received messages, similarly to wireless emergency
luminaires — within a 20~25-meter range. It is supplied via
the mains power — 220-240V / 50-60Hz — without a self-
contained backup operation. For uninterruptible operation
a UPS power line must be used.

116-GR-7605/V2 Wireless Signal Strength Tester RSSI
The Wireless Signal Strength Tester RSSI main
functionality is to be used as a hand-held signal level
measuring device during the installation of the wireless
emergency lighting and to check signal coverage in an
area, before installing a device. It can alternatively be
used as a USB gateway, a spectrum analyzer or a
manual installation tool — along with the ‘Wireless
Installation Tool’ software application.

116-GR-7606 Wireless 1/O Unit

The Wireless 1/O unit is a device that can be used to
bridge another system — safety or monitoring system —
with the wireless emergency lighting. It implements 2
relay outputs — dry-contact — that are programmable and
can be armed in case of emergency, fault, test, or other
function. The 2 inputs are also programmable and can be
used to run a test procedure — lamp or battery — or force
an emergency operation.

116-GR-6600/V2 Plug-in module Wireless

The Plug-in module Wireless is the wireless adapter that
can be installed in a compatible self-contained emergency
luminaire, in order to provide wireless connectivity. It is
supplied directly from the emergency luminaire internal
power supply. It also works as a signal repeater — mesh-
type / hop — and, thus, extends the signal range of a
wireless network.

14
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1.7. Wireless Devices Installation

Each wireless device comes with the factory default values for the SID, Nkey and
RF channel of 00000001, 00000000, 2, respectively. In order for a device to join
a wireless network, the SID, Nkey and RF channel values must match those of
the network.

Before starting the installation process, it is recommended that at least 1 GR-
7605/V2 Wireless Signal Strength Tester RSSI T2 be available with a fully
charged battery. While it is plugged into a USB port for charging, the orange LED
— CHA will remain lit as long as it is still in charging mode. When the battery is
full, this LED will be turned off.

The step-by-step guide that follows is optional, but also the safest way to ensure
that the quality of the connection among the wireless devices is adequate and
stable.

(i) The gateway must be installed at its given location and activated. Chapter
3.1.6.1. should be referred to for further instructions on the installation or addition
of a gateway device to the system.

(i) Once the gateway is active, it will start transmitting. The transmitted signal is
picked up by other wireless devices in order to detect and join a wireless
network. It can also be tracked by the Wireless Signal Strength Tester RSSI T2
that can read and display the received signal level — Received Signal Strength
Indication — with LED levels ranging from 1 through 5.

(iii) Once close to a position within 25 meters of the gateway, the Wireless Signal
Strength Tester RSSI T2 should be used to measure the signal. First, it should
be activated by pressing the main button for 3 seconds and then pushing it again
to change to the RSSI Tester indication mode. The red LED on the left will
immediately turn on. Within a few seconds, mode LEDs will be and remain turned
on so long as there is signal present at that position. After at least a full minute
passes, for better measurement results, the strength of the signal should have
been stabilized. If the indication level contains 3 or more turned on LEDs, then
the position is optimal for installing a wireless device and the quality of the
connection will be within the acceptable levels. Afterwards, the wireless device,
such as the luminaire, can be installed and activated. When the signal is weaker,
the addition of another wireless device in-between, such as a network extender
or another luminaire, should be considered to enhance the signal reception.

15
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(iv) When installing a wireless device, it is advised that notes be taken regarding
the device’s location and UID address. The package-included extra UID stickers
can be used towards this end. This action will assist a potential graphical
installation plan later on.

(v) After installing and activating the first wireless devices, the same method can
be used to measure the signal's strength at the following closest installation
position, and so on. It should be noted that every time a new device is activated,
the signal-level reading indicates the signal level that is received from the
gateway or any of the already installed wireless devices that operate as
repeaters. Similarly, the process may continue until the installation is completed.

(vi) By observing the LED indicators on the wireless adapters inside a luminaire,
it can be confirmed whether the device has joined the wireless network or not.
The blinking of both the LD2 and LD3 green LEDs indicates the successful
connection, while the blinking frequency indicates the connection’s quality. When
the LD3 LED is turned off, there is no connection. The corresponding manual
regarding the wireless adapter’s indication should be referred to.

(vii) When the installation of the wireless devices has been completed, a
graphical installation plan of the entire installation should be created, on paper or

16
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via digital means. This step is important for any future installations, maintenance,
and troubleshooting. A sample image of a floor plan is displayed below.
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The above image is only an example. A graphical floor plan may be created to
meet the needs of the installation.

(viii) When the installation is completed, along with a detailed graphical
installation plan, the networking of the wireless devices can commence, as
described in chapter 3.1.6.4.

This document’s layout contains chapters and sub-chapters that provide a
detailed account of the software’s installation and launch processes, a step-by-
step course through the home page’s functions and controls, and a detailed
treatment of each of the menu items and their respective sub-items, in the above
order.

Before starting

A very crucial step of the commissioning is to create proper documentation which
describes every aspect of the wireless emergency lighting installation, in such a way
that provides helpful information for later maintenance, replacements and
troubleshooting in general.

For each individual wireless network; write network parameters (SID / NKEY / RF
Channel), device location and models with matching UIDs, IP addresses for
Gateways and Master PC, etc. An example is depicted below:

17
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A 8 [ c [ o [ F G H ! ]

_1 Wireless Devices
2| uDp Model Location (hame) comments
_ 3 |00001A21 290087 ExiLED Wharehouse exit A
_ 4 00002B12 290087 EXiLED Wharehouse exit B
__ 5 |00002B1B 290087 ExiLED Wharehouse exit C
_ 6 |00002CC5 290087 EXiLED Wharehouse Fire Extinguisher red sign
_ 7 |00006A11 290173 AeriLED Wharehouse entrance
_ 8 |00002B9A 290171 OvalED Wharehouse corridor 1

9 |00005A15  290091.18 Wireless I/O Unit T2 Wharehouse Fire Panel

e —1
T
2.
1|
|
Tis |
|11
17 Wireless Network Master Gateway
_18 | uiD Model Location (name) comments SID Nkey  RF Channel IPv4 Master PC IP Conn. Method
300020

iOOOOﬁQAA Wireless Network Master Port/Wifi T2 Floor 0 — Utility 000069AA  ABCD12EF 4 10.0.2.12 (static) 10.0.2.100 Ethernet

20

o

~

M 4 » M 4+  WEL-NetworkA-Building!

There is not any specific form for this spreadsheet document. You may write
additional information or use a different formation, as long as the data are sufficient
for later maintenance, inspection, or modifications.

For the IPv4 network parameters it is recommended to use the same subnet for
Gateways and master PC. Consult an IT technician if needed. For the Gateway, the
IPv4 can be set as static or DHCP. For the master PC that runs the “Autronica GR-
7600/V2” application, the IPv4 always has to be static.

18
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2. Software Installation
The installation process begins with the opening of the executable setup file.

When the file runs, it initializes a common setup wizard that guides the user
through the process.

by Setup - GR-7600 version 4.0.1.8 - 3
License Agreement ‘_1:__
Please read the following important information before continuing. Ifdgl
W

Please read the following License Agreement. You must accept the terms of this
agreement before continuing with the installation.

'i'I'his is a Licence Agreement

Software Mame: GR-7500

Version: 4.0, 1.8

Company: Autronica Fire and Security AS

To use this software a lease of privieges is required.

Api, Receiver, Worker and Modbus services will run Under Metwork Service account,
SQL Server will run under Local Service account.

OI accept the agreement
(®) I do not accept the agreement

Mext Cancel

By clicking Next, the user will be prompted to select the components they wish to
install. The default recommended option is the Full installation. All components
are necessary for the software’s complete functionality and first use. This
package includes the SQL server for which the user will be required to create an
account, all services that are needed to run the application, and the framework
on which all components will operate.
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by Setup - GR-7600 version 4.0.1.8 - 3

Select Components

Which components should be installed?

Select the companents you want to install; dear the components you do not want to
install, Click Mext when you are ready to continue.,

Full installation -
GR-7500 WebAPI & Microsoft SQL Server Instance 337.4MB
GR-7000 Data Receiver 0.3 MB
GR-7500 Modbus 3.6 MB
GR-7800 User Interface 28.6 ME
Wireless Installation Tool 3.6 MB
.Met Runtime framewark

FTDI Crivers

Current selection requires at least 1.32 GB of disk space.

By clicking Next, the user will be given the option to create a desktop shortcut for
the application.

kg Setup - GR-7600 version 4.0.1.8 -

Select Additional Tasks
Which additional tasks should be performed?

©1 .

Select the additional tasks you would like Setup to perform while installing GR-7600,
then dick Mext.

Additional shortouts:
Create a desktop shortcut
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Next, the user can review their selections and begin the installation.

by Setup - GR-7600 version 4.0.1.8 - X

Ready to Install
Setup is now ready to begin installing GR-7500 on your computer.

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.

Setup type: '
Full installation

Selected components:
GR-7600 WebAPI & Microsoft SQL Server Instance
GR-7600 Data Receiver
GR-7600 Modbus
GR-7600 User Interface
Wireless Installation Tool
Met Runtime framewark
FTDI Drivers

Additional tasks: W

Back Install Cancel

It should be noted that the process may last several minutes.

by Setup - GR-7600 version 4.0.1.8 - x

Installing
Please wait while Setup installs GR-7500 on your computer,

Extracting files...
C:\SFTAPPS\Wel\S0LY1033_ENU_LP\wE4\Setup\SOLSUPPORT.MSI

Cancel
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Before the process is completed, the following windows will open, preparing the
computer for the SQL Server installation.

j CASFTAPPS\Wel\SOL\SETUP.EXE

15.86.26006 .85
All rights reserved.

information about your installation exp
the product. To learn more about SQL

% SOL Server 2019 Setup — O
Install Setup Files
If an update for SOL Server Setup is found and specified to be included, the update will be installed.
e ]
Installation Progress
Task Status
Scan for product updates Completed
Download Setup files Skipped
Extract Setup files Skipped
Install Setup files In Progress
< Back Mext = Cancel

This procedure may last several minutes as well, depending on the specifications
of the computer on which the software is being installed.
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T3 SOL Server 2019 Setup — O

Installation Progress

Installation Progress

Install_sql_engine_core_shared_Cpubd_Action : WriteRegistryValues. Writing system registry values

Next » Cancel

Once the SQL Server has finished its installation, the user will be prompted to
create an account for the Server, registering their credentials. To this end, the
following, validated form will appear.

Create account for the SQL Server.

|Isemame

Password L)

Submit

The validation includes a rule for the username, which is required to be at least 7
characters long and should not include any combination of the words admin and
sa. It also includes a rule for the password, which is required to be at least 10
characters long and should contain at least one number, one uppercase letter
and one special character.
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Create account for the SQL Server.

|sem|

Paszsy Username must be at least 7 characters laong!

Ok

Create account for the SQL Server.

Password cannot have spaces and must be at least 10 characters long,
contain a number, an uppercase letter and at least one allowed special
character (|, @,#,5%, %, 8.%)!

K

These rules prevent the user from registering a username that can in any way be
confused with the admin user.

Create account for the SQL Server.

Usemame |weluser

Password ooeoeeseseee (G

Submit

By submitting the process commences towards its last step, the extraction and
installation of package of FTDI CDM drivers, generally responsible for USB
communications. A new window will appear, prompting the user to extract the
package and launch the drivers’ installer.
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@ FTDI CDM Drivers

FTDI CDM Drivers

Click ‘Extract' to unpadk version 2.12.36.4 of FTDI's Windows
driver package and launch the installer,

www ftdichip.com

| Extract | Cancel

Device Driver Installation Wizard

Welcome to the Device Driver
Installation Wizard!

This wizard helps you install the software drivers that some
computers devices need in order to work.

5

To continue, click Mext.

The user should select Next to continue and begin the installation.
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Device Driver Installation Wizard

License Agreement

" To continue, accept the following license agreement. To read the entire
% agreement, use the scroll bar ar press the Page Down key.

IMPORTANT NOTICE: PLEASE READ CAREFULLY BEFORE -
INSTALLING THE RELEVANT SOFTWARE:

This licence agreement (Licence) is a legal agreement between you
(Licensee or you) and Future Technology Devices Intemational Limited

of 2 Seaward Place, Centurion Business Pars, Glasgow G41 THH,
Scotland (UK Company Mumber SC136640) (Licensor or we) for use of
driver software provided by the Licensor(Software).

BY INSTALLING OR USIMNG THIS SOFTWARE YOU AGREE TO THE w

(®) | accept this agreement Save As Print
() | dont accept thiz agreement

< Back Cancel

By accepting the terms of use, the package’s drivers will finish their installation
process.

Device Driver Installation Wizard

Completing the Device Driver
Installation Wizard

The drivers were successfully installed on this computer.

You can now connect your device to this computer. f your device
came with instructions, please read them first.

Driver Mame Status

“* FTDI COM Driver Packa... Ready to use
w* FTDI COM Driver Packa... Ready to use
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By clicking on Finish, the initial wizard’s window will appear informing the user
that they successfully completed the software’s setup process and is prompted to
restart their computer. Restarting is the recommended option.

by Setup - GR-7600 version 4.0.1.8 -

Completing the GR-7600 Setup
Wizard

To complete the installation of GR-7800, Setup must restart
your computer. Would you like to restart now?

@ ‘fes, restart the computer now
(I Mo, T will restart the computer later

When the computer has been restarted, the following icon will have been created
in the user’s desktop, if they selected the creation of a shortcut earlier in the
installation process.

2.1. Launch

After selecting to run the application through the icon displayed above, the user
will be presented with the following login form. Before the user is allowed to use
the application and its functionality, a first-time procedure needs to be followed.
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& Login to Autronica

Username: [
Password: |

The user must proceed to the Application Settings option in the navigation bar
at the top of the window to create a new certificate. In the settings window
Create Certificate must be selected to proceed. The Local IP address must be
the same as the API IP address, if it is not, click on IP Autofill and then Create
Certificate.
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GR-7600 Settings v1.0.3.8 — | s
Wireless Emergency Lighting App. Settings Your Local IP: 127.0.0.1 L.i.nl
Database Certificates - Settings ?

Database IP Address:

? s (61433 .
= L IP Autofil
Certificate

Database Provider: SQL Server
Data Receiver User Interface
APLIP: 127.0.0.1 7 APL 1P 127.0.0.1 7
DE Schema: DB Schema:
DE Mame: WELDE. DB Name: WELDE.

Master Panel [D: Master Panel [D:

L1l
L1l

Member |D: Member |D: 4
Provider: AUTROMICA Provider: AUTROMICA
Load Receiver json | ___ Load Ul json
Run User Restart Network Connect to — '
Interface Computer Settings WiFi Utilities submit Close

Are you sure you want to create new Certificate?
i\ To use the created certificate you need to Install it and then Restart the
Computer!

Certificate created successfully!

The user will then be directed to the application’s settings window whereby
clicking on Submit will complete the certificate process and also prompt them to
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restart their system. A system restart is recommended in order for the certificate
installation to successfully conclude.

GR-7600 Settings v1.0.3.8 — O *
Wireless Emergency Lighting App. Settings Your Local IP: 127.0.0.1 EEEEE
Database Certificates - Settings
: 127.0.0.1 ? .
Database IP Address Port: 61433 Create B Autoil
Certificate
Database Provider: SQL Server
Data Receiver User Interface
APLIP: 127.0.0.1 ? APl IP: 127.0.0.1 7
DE Name: WELDE. DB Mame: WELDE.
Master Panel ID: Master Panel ID:
Provider: AUTROMICA Prowvider: AUTROMNICA
Load Receiver json | .. Load Ul json
Run User Restart MNetwork Connectto e .
Interface Computer Settings WiFi Utilities Submit Close

Do you want to restart now?

Yes Mo

When the system is running again, the app can be run, similarly as before, by
clicking on the following icon.

The sign in form will open a new within which the user may enter the following

credentials to enable their first-time login; username: admin, and password:
1000.
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& Login to Autronica

In the following screen the user is being asked to set up a new password and
recovery code.

‘ Login to Autronica

Confim new password: |

The preceding form is validated for correct input restricted by field related rules,
which consist of the following: the password and recovery codes must be at least
8 characters long and they cannot share the same value.
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& Login to Autronica

After successfully setting a new password and recovery code, the user will be
asked to create an account for the software’s services.
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& Login to Autronica

After a confirmation message, the user may finally sign into the application and
start browsing and using its features.

Notice!! Before completing all required actions the user is advised to safely
store their credentials, locally.

& Login to Autronica

Username: - X

Passwore: (XX

33



A

-AUTRONICR

A new interface that contains the Emergency lighting system application and a
few controls will be shown. The following image highlights the basic elements
that can be found within the new screen.

X Select application

12-5ep-2023 10:19:34

Running services

Emergency lighting API-Database @
system DataReceiver @
Modbus Q

Within the navigation bar, two controls can be found. One that opens a window
with additional information and another that enables the user to switch among
several available languages.

Within the main window, there are a date and time, a display of the services for
which the user created an account and their status. The main app is accessible
through the button on the left (Emergency lighting system).
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ﬁ Home

Floor plans

12-Sep-2023 10:54:28

Current events

Dimming level

Request status

© Gateways Luminaires Extenders Wireless 10s
Recorded events 0 0 0 0
“i),Wireless devices
Status Status Status Status
Elns‘tallatlon - - - -
Online (0) Online (0) Online (0) Online (0)
In fault (0) Charged (0) In fault (0) In fault (0)

Lamp test (0)

Batt. test (0)

Input 1 detected (0)

Input 2 detected (0)

System test

In fault (0)
Emerg. oper. (0) Fault reset
Forced emerg. (0)
S LA
1

AUTRONICA w4.0.1.0

The above image shows the home screen the user initially sees, after
successfully launching and signing into the app, and serves as the main fallback
point for all available features.

This concludes the initial launch process. The following chapters will include
details and instructions surrounding every element within the User Interface of
the software, structured in the same order the menu items on the left appear,
containing all necessary references to different parts of this manual as well.
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3. Application

The chapter begins with a brief overview of all the elements within the app’s main
window. The main window is responsible for displaying all different screens that
appear from the user’s interaction with the interface. All major screens that in turn
contain interactive elements of their own are displayed in the stead of where the
Home screen appears in the following image.

ﬁ Home 12-Sep-2023 10:57:57
I ﬂ Floor plans
{E;Jrrent SR Gateways Luminaires Extenders Wireless 10s —=
Dimming level
I Recorded events 0 0 0 0
“p’Wireless devices 0
Status Status Status Status
Request status
IEIns‘callatlon - - - -
Online (0) Online (0) Online (0) Online (0)
ﬁSettings In fault (0) Charged (0) In fault (0) In fault (0)
System test
Lamp test (0) Input 1 detected (0)
4 Batt. test (0) Input 2 detected (0)
|
In fault (0)
Emerg. oper. (0) Fault reset
Forced emerg. (0)
] LA
3 =
AUTRONICA v4.0.1.0

There are 7 basic element the user can interact with. As shown in the above
numbering: a date-time control, an additional information button, a control for
language switching, a menu, a section with common window actions, a virtual
keyboard, and a user drop-down menu.

The date and time control (1) displays the date and the time of the system. To
change the date and time go to Application settings>Utilities>Time settings or to
your computer Settings.

The additional information button (2) displays certain software
information, while enabling the user to edit some of window’s fields.

related

36



D

-AUTRONICR

Software version 4.0.1.0 E{_lf[‘_’]'_’_‘g_s_e_r_‘:‘!‘_:?_s_
Technician's info | | API-Database @

Save DataReceiver @
Technician's telephone | | Modbus Q
Product name |AUTRONICA | Connected services timespan:
Operating system |Microsoﬂ Windows 10.0.19045 | DataReceiver 3973

Modbus 1887

IP address [127.001 |

Active network connections

IP MAC
address address

MName

The language selection control (3) enables the user the change the language of
the application to one of the available options.

Select language

- |- N .
nl= N .
ENGLISH EAAHNIKA NORSK SVEMNSK

DEUTSCHE FRAMCAIS DUTCH

The menu (4) allows the user to navigate all the different, available screens with
their individual elements and sub-menus.
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Floor plans

Current events

(0)

Recarded events

The window actions section (5) regards the three common options the user can
encounter when handling a desktop window.

KA

v © X
The virtual keyboard (6) opens a window that contains a virtual keyboard, in the
case when there is no physical keyboard available.

The user drop-down menu (7) includes the connected user’s username, a sign-
out option, and a user management control.

Connected user:
& admin

[_) Sign out

& Users management

The user management option opens a new window that enables the
administrator to add a new user, edit the information of existing users, or delete
them. It should be noted that there are settings to edit in two different tabs.
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Username User type General ISettings
Create new user

Username | |

Full name | |

E-mail | |

User type i

Generallsemﬂgfvl

E-mail recipient r
@ @ -
m] Save

After signing out, the user is redirected to the login form which contains the
following basic elements: a home, a setting, a shutdown, a restart, a close and a
login button. The user uses as username the name created for him by the
administrator and for first login password the 1000.

& Login to Autronica
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3.1. Menu

3.1.1. Home

3.1.1.1. Gateways
The following image provides an overview of all elements of interest to the user.
The screen is organized into two major sections; one displaying all of the
connected devices, their quantity and various status attributes, and another
displaying a short list of broadcast commands accompanied by a relevant button
directly above and one button containing other, irrelevant options.

i O ®

?
——

Dimming level

Request status

Emerg. oper. (0)

Forced emerg. (0)

System test

o EEIE
ﬂ Floor plans _
{g;ment et Gateways Luminaires Extenders Wireless 10s
Recorded events 1 9 0 0
“i"’Wireless devices
Status Status Status Status
Elnstallatlon
Online (1) Online (9) Online (0) Online (0)

¢Settings In fault (0) Charged (8) In fault (0) In fault (0)

Lamp test (0) Input 1 detected (0)

Batt. test (0) Input 2 detected (0)

In fault (0)

(@4

Fault reset

P L2
= N

AUTRONICA v4.0.1.0

Further dissecting this screen, it can be organized into one column per different
device. Starting from left to right, there are gateways, luminaires, extenders, and
wireless 10 devices.

Clicking on the Gateways field produces the following image.
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Gateways

Serial Last status

Gateway hame port timestamp

Device type ‘ Model ‘ uiD ‘ IP/Serial

GR-7607/V2 USB Gateway | 116-GR-7607/V2 | USB Gateway A67RV8BD | 0000907E | -AG7TRVEBD | COM4 2023-09-13, 08:33:18

This screen includes the options to edit or delete a device, print the table, or
export its contents locally to a file. It is notable that each similar screen includes
options for printing and exporting. Furthermore, all descriptions of such screens
will be given starting with the leftmost option.

The following screen enables the user to edit the selected gateway.

Edit selected gateway

Select gateway model Gateway name
116-GR-7607/V2 b |USB Gateway AGTRVSBD \
H
SID uID:
[oo000000 |  [ooooso7e |
FTDI Serial:
A67RVEBD

GR-7607/V2 USB Gateway

Connection type

Save
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The following screen enables the user to delete the selected gateway.

Delete selected gateway

Select gateway model Gateway name
116-GR-7607/V2 v |USB Gateway A67RVBBD |
H
SID uID:
00000000 | [oooog07e |
FTDI Senal:
AG7RVBBD

GR-7607/V2 USB Gateway

Connection type

Delete

The print preview option provides the user with an overview of the printable
report.
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Print Preview x

=) @‘ G ‘ =] ‘ | 1 Page View VmShrinkToFitV” (7]

Gateways Report

Dadea ppa Blecal Gy rore s up Pladd St g Lar mas f e
Winkha Fasecile e T a0 |G R0 el e i

Page [1_|of 4 & = Pl
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The event export option enables the user to export the contents of the table to a
file.

Save As
v O 2 Search Desktop

Bz - (7]

4 B > ThisPC » Desktop

Organize + MNew folder
S

& Downloads  # ~ Name Date modified Type Size
Documents  # T 1/20/2023 11:19 AM File folder
[=] Pictures - ] J18/2023 10:34 AM File folder
L
W
|
SH

@ OneDrive

[ This PC

=¥ Network W

File name: | |

Save as type:  HTML Files

~ Hide Folders Cancel

Double-clicking on a device will redirect the user to a window with details about
the status of the device, which is a screen that is accessible in more than one

way and will be described shortly.

Clicking on the Gateways Status field produces the following image.

RF P FTDI serial Plug-in module Gateway

Gats uiD SID - .
ateway name ‘ ‘ chan. address number version version

2023-03-13, 08:41:18 USB Gateway A67RVSBD 0000907E | 00000001 2

<

Records found: 1

This screen contains more information about the status of the devices and the
option to view a detailed form for a selected device in the table.
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@ m USB Gateway AG7TRVSBD
Model 116-GR-7607/V2, GR-7607/V2 USB Gateway 0 fegietilane
] E‘ G ion type USB, C d:9/9
g IP/Serial -AG7RVBED ﬂ Shov;li;nﬂoor
uiD 0000907E
Description GR-7607/V2 USB Gateway
2023-09-13, 08:49:18
RF channel 2
SID 00000001
Plug-in module version | 1.53
Gateway version
Meodule type
Dispatch time - .& Set SID and RF
channel

This screen compiles a detailed view of the status and the various
measurements of the selected device, as well as a short list of additional options.
As shown, these include a button to update the status of the device (Request
status), the option to show the device on an uploaded floor plan and the option to
configure the channel on which the device operates.

Set SID and RF channel

Target gateway
USB Gateway AG7RVBBD / 0000907E |

Set to factory defaults

SID (00001111 | NKey |00001111 I
RF channel
Change now

The last option does not include a value for the NKey field by default. The user
will have to edit the field of which the recommended value is the same as the
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SID. The option to change and save the configuration becomes available once
the user leaves the focus of the NKey field.

3.1.1.2. Luminaires

By clicking on the Luminaires field, a new window will open, displaying a table
list of all the connected luminaires, their name, model, UID, Gateway SID,
connection status and last status. The list presents 10 devices per page. With the
search feature you are able to search in the whole list not only to the 10
presented devices.

You can search a device by Name, UID and Gateway’s SID

Search Name/Uid/Sid

Model ‘ uiD Gateway SID :;:::Ctinn ‘ Last status
O00013EFE 1694523810805 |LoungeLight | D0013EFE 2023-09-13, 09:04:57
00016FD5 1694524213785 | Loungelight 00016FD5 | 00000001 OK 2023-09-13, 09:02:28
00014A1E 1694524227280 | Loungelight 00014A1E | 00000001 OK 2023-09-13, 09:05:04
0001623C 1694524230065 | Loungelight 0001623C | 00000001 OK 2023-09-13, 09:06:08
00014AS5A 1634524245910 | LoungelLight | 00014A5A | 00000001 oK 2023-09-13, 09:04:47
00013C3E 1694524248683 | Loungelight 00013C3E | 00000001 OK 2023-09-13, 09:05:53
00014A4C 1694524251464 | Loungelight 00014A4C | 00000001 OK 2023-09-13, 09:06:25
00015D3B 1634524263692 | LoungeLight | 00015D3B | 00000001 oK 2023-09-13, 09:06:52
00012AAF 1694524271635 | LoungeLight | 00012AAF | 00000001 oK 2023-09-13, 09:08:17

| First || Previous |-| Next | | Last | Found: 9

The leftmost CRUD action allows the user to edit a selected luminaire. Most
fields within the new window are editable, including the Select luminaire drop-
down menu.
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Edit luminaire

Select luminaire

LoungeLight

116-SLD-28/SP/M/LF/WL,
116-SLD-34/5P/M/LF/WL,
116-SLD-44/SP/M/LF/WL

Luminaire name

 [00O13EFE 1694523810805

FTDI Gateway uiD
USB Gateway A67RVBBD ~  |0DD13EFE
Motes

Save
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The next action allows the user to delete a selected luminaire device.

Delete luminaire

Select luminaire Luminaire name
_~ LoungelLight ~ ‘00013EFE 1694523810805 |

FTDI Gateway uID

USB Gateway A67RVSBD ~  |DOO13EFE

MNotes

116-SLD-28/SP/M/LF/WL,
116-SLD-34/SP/M/LF/WL,
116-5LD-44/SP/M/LF/WL

Delete

Returning to the Home screen, the user may double click on a device to open
Status field to access a detailed status array of all connected luminaires.

Within the Luminaire status screen, details about a selected device are
accessible by clicking on the leftmost icon.
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Device status details

:"‘*—__\_\_ @ MName 00013EFE 1694523810805

Request stat
Model  Loungelight, 116-SLD-28/SP/M/LF/WL, 116-5LD-34/SP/M/LF/WL, 116-SLD-44/SP/ 0 equest stats

uiD 00013EFE

ﬂ Show in floor

Gateway USB Gateway A67RV8BD plan

Zone 5

< > o More commands
2023-09-13, 09:04:57 Battery voltage 4.4V

Battery capacity fault Charging current 30mA L: Edit
Lamp fault Lamp current 30mA
Charger fault Last recorded battery autonomy 180 minutes =
Mains fault Luminaire version ml Delete
Battery fault SPI communication fault
Battery cut off Plug-in module version 0.0
Dimming level 0% Dispatch time
Zone 5 RF Module Version

RSSI -61dBm

Network level 1

Hop counter 1

Message counter 7

Latency counter 0

Clicking on the leftmost icon opens a window with several useful commands and
controls.

The first button, request new status from the device.

The second button, Show in floor plan, is responsible for the following screen.

‘ Switch floor plans l

Devices in floor plan: 5

The “More commands” button opens an array of every available command for the
luminaire.
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Target: Luminaire

Uil =TT 00016FDS5 1694524213785

) Q 4 . c c

Request status Stop test Fault reset Reset
Start battery test

-
Start lamp test

0% 40% 60% 80% 100% ©

Luminaire

Dimming level Dimming level Dimming level Dimming level
S = s 2 identification

40 60 80 100

Dimming level 0

This screen affords the user several commands to send to individual luminaires.
Notably, Request status, Start lamp test, Start battery test, and Stop test can
be used to command the device to perform a check test on its functions, a
durability test on its battery and a halt to its commenced test, respectively.

The Fault reset button allows the user to clear the faults of the selected device.

The Dimming level buttons instruct the luminaire device to increase or decrease
its output to each button’s indicative level.

The last two buttons, Edit device and Delete device, direct the user to the same
screens as the CRUD actions that were described earlier.

E Deletes all the luminaires from the software.

3.1.1.3. Extenders

Clicking on the Extenders field directs the user to a new window that hosts a
table list of every connected extender device. Additionally, through this the user
can select to edit or delete a specific device, use the print preview option, use the
event export option to locally save an HTML, check the device’s status, or search
the table for a specific extender.

50



D

-AUTRONICR

Connection
status

Gateway
SID

‘ Last status

00004C97 1694589444235 116-GR-7604/V2 00004C97 2023-09-13, 10:36:50

Records found: 1

By selecting the “Edit extender” option the user is directed within a new window
that contains some editable fields regarding the device’s information.

Edit extender

Select extender Name
|116-GR-7604N2 v‘ [00004C97 1694589444235 |

P uID

.

FTDI Gateway
USB Gateway A6TRVEED -

GR-7604/V2 Netverksforlenger

Save

By selecting Delete extender, the user is directed within a new window that
enables them to delete the device in question, after asking them for confirmation.
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Delete extender

Select extender MName
116-GR-7604/V2 ~ ‘00004(39? 1694589444235 ‘

P D

FTDI Gateway
USB Gateway A67RV8BD v

GR-7604/V2 Netverksforlenger

Delete

The Extender status option redirects them to a new window that is also the
same with the screen that is created by clicking on the second interactive field of
the Extenders column.

Last status
timestamp

Module
type

Communic.
timeout

Plug-in module
version

Dispatch
time

00004C97 1694589444235  00004C97 | 2023-09-13, 10:36:50 10 mins

< >

Records found: 1

The window above contains information regarding the device’s status. Through
this the user can select to see additional details about a selected extender, or
search for a specific device.
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The leftmost option (or double click to the devices raw) redirects the user to the
Extender status details, which pertains to a detailed and condensed status
report, including new and already explained actions.

Device status details

0 Request status

SPI communication error

0

RS5I1

Plug-in module version

2.24

O m 00004C97 1694589444235
-__.__--——: Model | 116-GR-7604/V2, GR-7604/V2 Netverksforlenger
X uiD 00004C97
Gateway | USB Gateway A67TRVBBD
2023-09-13, 10:46:48 Dispatch time 10 mins

-38

ﬂ Show in floor
plan

RF Module Version

1.60

Network level 1

E: Edit

Module type

1

Hop counter 1

Version

Message counter 5

iﬁ Delete

Within the section on the right, the user may find several actions, the first of
which being a button that updates the status of the extender. The second button
redirects the user to a new window that shows the position of the device, if it has

been added within the Floor Plans.

‘ Switch floor plans

Devices in fioor plan: 7

The last two buttons create the same windows as the Edit extender and Delete
extender options found within the Extenders interactive field.
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3.1.1.4. Wireless 10s
Clicking on the Wireless 10s field directs the user to a new window that hosts a
table list of every connected wireless 10 device.

Gateway Connection
sID status

‘ Last status

Model

00010FD1 1694587763927 116-GR-7606/V2 00000001 0K 2023-09-13,10:52:47

Records found: 1

The user can select the Edit wireless 10 option to access a form that enables
them to change the desired output and input actions through the detection of
certain system procedures.

The outputs can be activated in the following cases:

e Lamp test

o Battery test

e Emergency operation
e Forced emergency

e Fault

The inputs can start/enable the following procedures:

e Lamp test

Battery test

Forced emergency

Dimming level O

Dimming level 40

¢ Dimming level 60

e Dimming level 80

e Dimming level100

e Dimming level ON-100, OFF-80
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e Dimming level ON-100, OFF-60
e Dimming level ON-100, OFF-40
e Dimming level ON-100, OFF-0
¢ Dimming level ON-80, OFF-0

e Dimming level ON-80, OFF-60
e Dimming level ON-60, OFF-0

e Dimming level ON-60, OFF-40
e Dimming level ON-40, OFF-0

For example, there are the following two scenarios.

(@) The relay of Output 1 will be activated whenever the system within an
assigned zone starts its emergency operation.

(b) Whenever the device’s input 1 is detected, e.g., through the user of a switch
or a button, the system will change the luminaires’ dimming level to 40 within the
assigned zone.

It should be noted that as is common while configuring any element, the user
must Save configuration by pressing the button on the bottom-right. The view of
the table list of the previous screen will be automatically updated, and any
changes will be carried on when the user tries to view the specific device.

Wireless IO Name uiD
116-GR-7606/V2 D0010FD1 1694587763927 | bootoFD1 |
IOutput 1 when the system is EMERG. OPER. ~| On |Zoned v I
Output 2 when the system is NONE ~| On ALL v
E IWhen input 1 is detected DIMMING LEVEL 40 ~| On |Zone5 ~ I
When input 2 is detected MNONE ~| On ALL ~
FTDI Gateway USB Gateway A67RVBBD

Save

The user can select the Delete wireless 10 option to delete the selected device.
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Delete wireless 10

Wireless 10 Name uiD
116-GR-7606/V2 - |o0010FD1 1694587763927 | [o0010FD1 |
Output 1 when the system is EMERG. OPER. v| on  |zone4 |
Output 2 when the system is ‘NONE V| On |ALL V|
When input 1 is detected DIMMING LEVEL 40 v| on |zones |
When input 2 is detected 'NONE vl on AL |
ST A ED FTDI Gateway USB Gateway A67RV8BD v
Device

Delete

The Wireless 10 status window contains basic information regarding the status
of every device organized within a table.

Last status Communic. e Network Hop Message
timestamp timeout level counter counter

Name ‘ uiD

00010FD1 1694587763927 | 00010FD1 | 2023-09-13, 11:12:42

< >

Records found: 1

In this window, the user can select the leftmost option of the bar to produce a
new screen displaying the details of the selected wireless IO device status.
Double-clicking on a table row has the same effect.
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Device status details

Seswee . @ 00010FD1 1694587763927

Request status

Model 116-GR-76086/V2, GR-7606/V2 Wireless |/O Device 0 <a

uiD 00010FD1

Gatew: USB Gateway A67RVEBD ﬂ Sy
ateway ateway plan

InputiDetected RF Module Version  1.60 E: Edit
Input2Detected Supply from DC
Relay 1 armed . VecNok

—
Relay 2 armed . RSSI -45dBm [ Delete
Plug-in module version | 0.0 Network level
Meodule type 2 Hop counter

1
1
Message counter |7
0

Latency counter

The Wireless 10 status details window within the section on the right typically
includes the options to update the status of the device with new values, to show
the device in the floor plan, and to edit or delete the selected device.

The following image displays the position of the device in the floor plan if the
device has been already inserted.

Switch floor plans

Devices in floor plan: 7
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3.1.1.5. Broadcast commands
Returning to the Home screen, on the rightmost section of the title bar the user
can access the commands that can be broadcast.

ﬁ Home 13-5ep-2023 11:18:39

ﬂ Floor plans

Current events

a Gateways Luminaires Extenders Wireless 10s =
)
! Dimming level
Recorded events 1 9 1 1
“p’Wireless devices 0
Status Status Status Status
Reguest status
Elns‘tallation ) N ) )
Online (1) Online (9) Online (1) Online (1)

¢Settings In fault (0) Charged (8) In fault (0) In fault (0) H

System test

Lamp test (0) Input 1 detected (0)

Batt. test (0) Input 2 detected (0)

In fault (0) G
Emerg. oper. (0} Fault reset

Forced emerg. (0)

o) L
alw®

AUTRONICA v4.0.1.0

The user can click on the following icon to access the complete list of commands
that can be broadcast to every connected luminaire.

((q)

2 Q 4 . C c

Request status Stop test Fault reset Reset

-
Start lamp test Start battery test

0% 40% 60% 80% 100% ©
Dimming level 0 Dimming level Dimming level Dimming level Dimming level idtaftri];?caa:::\n
40 60 80 100
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This screen contains all available commands that can be broadcast to every
connected luminaire device.

Request status updates the status details of the devices.

Start lamp test opens a new window that allows the user to initiate the test for all
luminaire devices within an assigned zone. The lamp test is a short duration
process, depending on the network, that activates the luminaires, which self-
record their circuit measurements and register the values in the application. In
the case of the existence of faulty measurements, the events are recorded and
can be seen within any one of the In fault interactive fields of the Home screen.

Procedure: Lamp test

| g | O 0

Online (9) Ready -
Start lamp test Stop test
Charged (8)
Lamp test (0}
Batt. test (0) Zone |ALL o

In fault (© Procedure not started

Emerg. oper. (0) Elapsed time: 00:00

Forced emerg. (0) Estimated time: 00:00

Once the test has been initiated the user will be able to see its total estimated
time and the step in which the procedure is at each moment. The user can stop
the test at any time. On completion, the User Interface will notify the user that the
procedure has finished.

Start battery test opens a new window that allows the user to initiate the test for
all luminaire devices within an assigned zone. The battery test is a long duration
process, mainly depending on the type of luminaire model and their batteries,
which powers all luminaires. It fundamentally is a duration test that stops when
the battery is depleted and records the autonomy of each device. The results of
this test are registered in the application.

The following image is similar to the image from the previous test and follows the
same principles. The Start test button needs to be pressed to initiate the
procedure.
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Procedure: Battery test

—— 4 .
online (9 Read
& Y Start battery test Stop test
Charged (8)
Lamp test (0)
Batt. test (0) Zone |ALL ~

In fault (0) Procedure not started

Emerg. oper. (0) Elapsed time: 00:00

Forced emerg. (0) Estimated time: 00:00

Once the test has been initiated the user will be able to see its total estimated
time and the procedure’s step. The user can stop the test at any time. On
completion, the User Interface will notify the user accordingly.

Notice!! This will run for the stated duration of each device individually and it
needs a fully charged battery (24h charge-cycle) in order to run. To ensure long
battery life do not run the battery test more than 2 times per year (e.q. once every

6 months).

Stop test terminates all tests that are running at the moment. This command is
broadcast. Similarly with Request status, the current window’s User Interface
notifies the user of the process’ progress.

Fault reset resets the faults of every connected device and clears the faults
table. Similarly with Request status, the current window’s User Interface notifies
the user of the process’ progress.

Dimming level 0/40/60/80/100 increase or decrease the luminaires’ light output
to each button’s indicative level. Similarly with Request status, the current
window’s User Interface notifies the user of the process’ progress.

The following image displays the four commands that can be broadcast through
the Home screen, without opening the complete list of commands.
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2

Dimming level

Request status

System test

C

Fault reset

Other options is the last available element within the Home screen is directly
next to the Broadcast commands button, on the rightmost of the screen’s title

bar.

Clicking it opens a window with 2 additional options.
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2 &)
Export names Import names
(.csv) (.csv)

Export names (.csv) exports a file that contains the names of every device,
apart from the gateways. A name is automatically assigned to every device,
which is derived from that device’s hex address. The user can export this file in
order to store the names they have already assigned to the devices and use it at
a later time. They can also edit the generated file to assign different names more
efficiently to the devices. In the case they wanted to change the names of a great
number of devices, they would be forced to do so for every device individually, by
finding the device, selecting to edit the device, and changing its name within the
application.
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Save As
4 B > ThisPC » Desktop

Organize v New folder

‘ Downloads ~ Name -

| Documents

&=/ Pictures
Launching imag
Main window

Menu - Home

Setup images
@ OneDrive
[ This PC

¥ Metwork "

tcp-gateway-emulator

TELA 2 Documentation

Date modified

/2023 11:19 AM
2023 10:34 AM

Type

File folder

File folder

Search Desktop

File name: m

Save as type: | csv files (*.csv)

A Hide Folders

Cancel

7 pointsNames.csv - Notepad

File Edit Format View Help
HexAddress,Name
00000100,00000100 1674206574151
60009200, 00080200 1674206574897
00009300,00000300 1674206575405
00000004 , 00000004 1674206576397
60000005, 00BRABS 1674206577339
00000006, 00000006 1674206578314
00000007 00000007 1674206579247
60000008, 00AEAAB8 1674206580213
00000009, 00000009 1674206581153
0000000A,0008880A 1674206582093
8000008, 00PBBEEB 1674206583110
8000000C, 000000AC 1674206584019

100%  Windows (CRLF)

UTF-8

Import names (.csv) allows the user to import a .csv file that contains the hex
addresses and names of the devices they want to register in the application. As
mentioned previously, this option can be an efficient tool to change the names of
every device, apart from the gateways. The user can also add several devices in
this file, using a hex address and a name, as shown above. These devices will
be read by the system, if the given hex addresses correspond to devices that are

already connected to it.
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Open
4 B > ThisPC » Desktop

Organize v New folder

~
~ Name

3t Quick access

[ Desktop *
& Downloads
Documents
[&] Pictures b 4

tcp-gateway-emulator
TELA 2 Documentation
D pointsMames.csv

Launching imag
Main window
Menu - Home

Setup images
@ OneDrive

[ This PC
W

Date modified
1/20/2023 11:19 AM
1/18/2023 10:34 AM

1/23/2023 3:22 PM

Type
File folder

File folder
CSV File

v V] 2 Search Desktop

B

+ [

Size

TKE

File name: | pointsMames.csv

~ | csv files (*.csv)

Cancel

3.1.1.6. Maintenance Notice

Upon completing the installation of Tela2, the system records the installation
date. After one year, Tela2 automatically displays a maintenance message. This
process occurs automatically every year and is not affected by whether the

computer or tablet is turned on or off.

12-5ep-2023 10:54:28

ﬂ Floor plans Home
;g:wrent events Gateways Luminaires Extenders Wireless 10s e
il Dimming level
Recorded events 0 0 0 0
@ Wireless devices
Status Status Status Status
- Request status
Elnstallatlon 2 d " i
Online (0} Online (0) Online (0) Online (0)
-n-SeLtings In fault (0) Charged (0) In fault (0) In fault (0)
System test
Lamp test (0) Input 1 detected (0)
Batt. test (0) Input 2 detected (0)
In fault (0)
Emerg. oper. (0) Fault reset
Forced emerg. (0)
] LA
1

AUTRONICA v4.0.1.0
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3.1.2. Floor plans
This chapter provides a thorough overview of the Floor plans menu, its features,
configuration capabilities and functionality.

The following image is the User Interface when the Floor plans menu is active
and includes all the basic elements that may interest the user.

ﬁuumg 13-Sep-2023 11:41:02 o =3 0 = 0

Current events
(V]

Recorded events
@Wireless devices
E Installation

# Settings

Switch floor plans

Devices in fioor plan: 7

A
s

UTRONICA v4.0.1.0

The top bar contains the following options, from left to right: Add new floor plan,
Edit floor plan, Delete floor plan, Print, Print preview, Export image, Place
devices. In addition, the user can also switch among the created or already
available floor plans and toggle an automatic switch that scrolls through each
item of the floor plan list, in carousel fashion.

Add new floor plan, enables the user to add their own floor plan. The first step
toward this action is to provide a name for the floor plan in order to create it
within the list on the left.

The supported image file are : .jpg, .png, .bmp, .tiff, .gif.

From the left column select “New image” to add your floor plan’s image. You are
able to arrange the picture to fit in the software’s screen. There are two ways,
manually by the +/- you are able to adjust your image.
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You are able to change the adjusting step for the bar below or you can select
“Auto”, and the software arrange the picture. In the end press “Save”

Add new floor plan

Floor plan name ‘ |

New image

Auto

Save

Edit floor plan, this option opens a similar window as the “add new floor plan”
but for the selected floor plan and only for editing.

Delete floor plan, select the appropriate plan and click on Delete floor plan to
remove it.
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Delete floor plan

Floor plan name [Floor 2 Il

Delete

Back within the Floor plans screen, after selecting a plan they may select Print
preview to produce a window that allows them to view how the plan will be
printed.

o® Print preview

S £ ~| Bl O B8 B B || Close
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If the preview proves satisfactory, the user can then select to Print the floor plan.
On click, the appropriate system window will appear.

Print >
Printer
Mame: |I"-I'Iicmsnﬁ Prirt to POF V| | Properties...
Status: Ready

Type: Microsoft Print To PDF
Where:  PORTPROMPT:

Comment: [ ] Prit to file

Print range Copies

@Al Mumber of copies: 1 B
Pages  from: bo

L3l L3 Collate
Selection _HEJ _HEJ

[ ok || cancel |

Additionally, the user can select the Export image option in order to locally save
the image of the floor plan, in one of the types included in the following

screenshot.
Export to jpg
% Export to .png
Export to .bmp
¢ . n Export to .tiff
| < Export to .gif
=

)

Cancel
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On Export another system window will appear asking the user to select the path
within which they want to store the file and a name for the file.

Save an Image File

Organize +
4 Downloads  # ~
Documents o
&=/ Pictures -

Launching imag
Main window
Menu - Floor plz

Menu - Home
@ OneDrive
3 This PC

=¥ Network W

MNew folder

4 B > ThisPC » Desktop

ES

Name

tcp-gateway-emulator
TELA 2 Documentation
@ Floor Plan 3

Date modified

hd 4] pel

Type Size

File folder
File folder

JPG File 63 KB

Search Desktop

I File name: | |

~ Hide Folders

Save as type: | JPeg Image

Save

Cancel

The last element of the Floor plans screen’s top bar is the Place devices option.
This allows the user to select one or multiple devices from a list of every
available device, in order to start placing them on the floor plan. It should be
noted that the print and export options produce images that correspond to the
floor plan’s device placement state.

Search devices criteria

Point iOiSelect all i0: Unselect all {}Relolad
Device name select | Device | Model | Device name | uip
| | Luminaire LoungeLight 0001623C 1694524230065 0001623C
pevicell> L LoungeLight 00014A4C 1694524251464 00014A4C
\—1 Go ’
O | LoungeLight 00015D3B 1694524263692 00015D3B
m LoungeLight 00012AAF 1694524271635 00012AAF
Gateway
[0 |USB Gateway USB Gateway USB Gateway A67RVBED 0000907E
USB Gateway AGTRVSBD e
Go ’

Selected 2/5

©

Accept

Cancel

&

Once the desired devices have been selected, either through the list on the right,
or by searching for them using the section on the left, the user may Accept this
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selection and be redirected back to view the floor plan, which now contains block
elements of every inserted device.

The user can change the position of each device by dragging the block to the
desired spot.

Floor Plan 1

Floor 2

‘ Switch floor plans. ‘

Devices in floor plan: 7

They can also right click on a device for the option to remove it from the floor
plan or view its status details.

Remove
X

Status Detail

The last option within the Floor plans screen is the ability to Switch floor plans,
which toggles an automatic carousel-like rotation among the available floor plans,
in five (5) second intervals.

As each device’s block element within the floor plan can change its color,
depending on the device’s status, e.g., in the case a device is online, offline,
faulty, performing a test, etc., this option can prove useful. In a scenario where
the user desires to monitor the status of each device in every floor plan that may
represent different locations within a building, they may toggle this option to
passively view the floor plans.
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Luminaire/device charging (online)

Luminaire/device in emergency

LUM

Luminaire/device with fault

Luminaire/device disconnect

Luminaire in test
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3.1.3. Current events

This chapter describes the contents of the Current events menu screen. These
include the complete list of the software’s current events, such as faults
encountered by the system, and a series of options such as printing, exporting,

viewing additional options, and searching. The following image shows the menu’s
basic elements.

13-Sep-2023 13:57:29

ﬁ Home
Floor plans

Find in name

'gurrenl IS Timestamp ‘ Device name | Source ‘ Description
[C)]
2023-09-13T13:57:23.... | 00013EFE 1694523810805 wlessluminaire LuminaireStatus Mains Fault
Recorded events
00016FD5 2023-09-13T13:57:23...  00016FD5 1694524213785 inai Luminai Mains Fault
‘@’Wireless devices
00014A1E 2023-09-13T13:57:23...  00014A1E 1694524227280 inai Luminai Mains Fault
E Installation
0001623C 2023-09-13T13:57:23. 0001623C 1694524230065 inail Luminai Mains Fault
¢ Settings
00014AS5A 2023-09-13T13:57:23. 00014A5A 1694524245910 inail Luminai Mains Fault
00013C3E 2023-09-13T13:57:23. 00013C3E 1694524248683 inail Luminai Mains Fault
00014A4C 2023-09-13T13:57:23...  00014A4C 1694524251464 inail Luminai Mains Fault
00015D3B 2023-09-13T13:57:23...  00015D3B 1694524263692 inail Luminai Mains Fault
00012AAF 2023-09-13T13:57:23...  O0012AAF 1694524271635 inail Luminai Mains Fault
S
Zahs
AUTRONICA v4.0.1.0

Clicking on Details form, which is the leftmost icon of the top bar, or double-
clicking on a row, opens a window with additional options.
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Luminaire 000 14A5A

00014A5A 1694524245910

Show in floor
plan

View status
details

©

View device

[#

Edit device

Delete device

Clicking on Print preview opens a window that allows the user to view and
slightly configure the way this menu’s content will be printed.

*

Print Preview
=3 @| ) ‘ = ‘ [1 Page View V|“ShrinkToF\tV|| @

N &=Pp

Page of1

Clicking on Event export a list in HTML format will export it locally to your pc.
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The search field and button, in the following image, allow the user to search the
UID list for certain devices. In order for the complete list to be displayed again,
the user has to erase the field’s contents and press the button.

ﬁ Home 13-Sep-2023 14:23:33 o 3 O a 0
Floor plans 1623c
(g)urrem avents Timestamp Device name Source ‘ Description
00016 023-09 4:23:0 00016 69452423006 e aire aireSta
Recorded events
0001623C 2023-09-13T14:23:01.5... 0001623C 1694524230065 inai Luminai Battery Fault
‘rl)’wireless devices
Elnstallalian
# Settings

LA
Al

AUTRONICA v4.0.10
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3.1.4. Recorded events

This menu screen allows the user to view the software’s recorded events inside a
complete or filtered for a more focused results list. The recorded events include
user sign-ins, system commencements and shutdowns, encountered faults in the
software or hardware, and executed tests among others, since the installation of
the application to the present time.

The following screenshot highlights the Recorded events screen’s basic
elements. The list of events, export in HTML file and filter that can be applied for
greater specificity.

ﬁ Home 13-Sep-2023 14:26:43 o = 0O Q 0

None « [ None uip desc || Search 2

Current events Timestamp ‘ Category | uiD ‘ User | Name ‘ Source ‘ Description
(0)

2023-09-13, 14:26:05 NORMAL_EVENT | - i - SOURCE_SYSTEM BROADCASTED_CMD_DIMMING_LEVEL_0

Recarded events [|[ 179720 | 2023-09-13, 14:26:03 | NORMAL_EVENT |0001623C  services |0001623C 1694524230065 SOURCE LUMINAIRE batteryFault
179719 | 2023-09-13, 14:25:56 NORMAL_EVENT | 0001623C services | 0001623C 1694524230065 SOURCE_LUMINAIRE LAMP_FAULT_
@WVE'ESS devices ||| 179718 | 2023-09-13, 14:22:50 FAULT_EVENT  |0001623C services |0001623C 1694524230065 SOURCE LUMINAIRE LAMP_FAULT_

179717 | 2023-09-13, 14:22:41  NORMAL_EVENT | - admin - SOURCE_SYSTEM BROADCASTED_CMD_DIMMING_LEVEL_80
Installation
E 179716 | 2023-09-13, 14:15:52  FAULT_EVENT 0001623C | services | 0001623C 1694524230065 SOURCE LUMINAIRE | batteryFault
*Settings 179715 | 2023-09-13, 14:10:30  NORMAL_EVENT | 00014A5A services | 00014A5A 1694524245910 SOURCE_LUMINAIRE batteryFault

179714 | 2023-09-13, 14:10:22  FAULT_EVENT 00014A5A | services | 00014AS5A 1694524245910 | SOURCE_LUMINAIRE | batteryFault

179713 | 2023-09-13, 14:10:22 NORMAL_EVENT | 00014A5A  services | 00014A5A 1694524245910  SOURCE_LUMINAIRE EMERGENCY

179712 | 2023-09-13, 14:10:08 NORMAL EVENT 0001623C services |0001623C 1694524230065 SOURCE LUMINAIRE EMERGENCY

First H Previous ‘-‘ Next ‘ ‘ Last Found: 75

S L
=

AUTRONICA v4.0.1.0

You can sort the events by category, by user or admin, by source or you can
search for a specific device by UID.

Below are all the available ways to short and search the events.
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4230065

| Source
SOURCE

SOURCE

4230065

SOURCE

4230065

NO_EVENT

NO_EVENT
FAULT_EVENT
GENERAL_EVENT
NORMAL_EVENT
ALARM_EVENT
PANIC_EVENT
WARNING_EVENT
INFO

SOURCEEMERGENCY EVENT 'lLT_
SOURCE STED CMD DIMMING LEVEL 80

Il LT_

SOURC

E SYSTEM

BEROADCASTED CMD_DIMMING_LEVEL O

24230065  SOURCE_LUMIMNAIRE | batteryFault

230065

| Sourc

SOURCE

230065

SOURCE

230065

SOURCE

SOURCE

230065

SOURCE

1245910

SOURCE

1245910

SOURCE

1245910

SOURCE

2300865

SOURCE

SOURCE_NO
SOURCE_BATTERY
SOURCE_PANEL
SOURCE_ZONE
SOURCE_CHARGER
SOURCE_CODE
SOURCE_POINT
SOURCE_LOOP
SOURCE_OUTPUT A
SOURCE_OUTPUT B
SOURCE_OUTPUT C
SOURCE_OUTPUT D
SOURCE_TIMERS
SOURCE_OUTPUTS
SOURCE_GATEWAY
SOURCE_LUMINAIRE
SOURCE_SYSTEM
SOURCE_EXTENDER
SOURCE_TABLET
SOURCE_WIRELESS_IO

STED_CMD_DIMMING_LEVEL_80

It

It

lCY
v
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Source ' Description lasc |

SOURCE_SYSTEM BEROADCASTED_CMD_DIMMING_LEVEL_O

324230065 | SOURCE_LUMINAIRE | batteryFault
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3.1.5. Wireless devices
This menu allows the user to choose from among 4 categories of devices.

KA ®
‘ﬁ Home 13-Sep-2023 15:00:13 @ E ,Q\ oge @
@ Current events Select category:
[(0)]

Recorded events -EE O & -

— —
m . ) Gateways - )
(P Wireless devices Luminaires Extenders Wireless 10
Elnstallatlon
# Settings

=
=

AUTRONICA v4.0.1.0

These 4 categories represent every wirelessly connected device that can be
supported by the software and include gateways, luminaires, extenders and
wireless 10s. The previous image displays the basic elements that comprise the
menu.

The user may click on any one category to access a list of that specific
category’s devices that are monitored by the application. The following image
depicts the window that lists all the gateway devices. All the other menu is
similar.
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Gateways

Device type IP/Serial

Gateway name

GR-7607/V2 USB Gateway | 116-GR-7607/V2 | USB Gateway A67RV8BD | 0000907E -A67RVBED |COM4 2023-09-13, 15:05:18

The user consequently may select a device from the list and access various
menus through the options of the top bar.

The leftmost option allows the user to edit the selected gateway, in exactly the
same way as described earlier in chapter 3.1.1.1. Gateways.

The next option enables the user to delete the selected gateway by first opening
a window that effectively asks for the user’s confirmation to delete the device.

The user may also select the Print preview option to open a preview window
and subsequently print a report of the devices’ faults. They may finally choose to
export the report within a local file through the Event export option.

Gateways within the list may also be double-clicked to open a window with
details about the status of the device. This window is the same as the one
accessed through different menus. Additional options also become available
through this window and are discussed at length in chapter 3.1.1.1. Gateways.

Beginning from the leftmost icon of the highlighted top bar seen in the image
above, the user can edit a selected device from the list.
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3.1.6. Installation

The Installation menu constitutes the most basic step in the initial setup by
providing an initial point of reference while configuring the hardware setup for the
first time, and also an important tool for any future changes in the networking of
the devices. It enables the user to manually add a gateway device, automatically
detect all the other connected devices, assign the luminaires to a preferred zone
of operation — a zone of operation could represent a dedicated section of the
building layout, such as an entire floor — and a separate software Wireless
Installation Tool that is installed along with the primary application. A detailed
guide on how to further operate this tool will be included in sub-chapter 3.1.6.3.

The following image provides an overview of the options within the menu.

KA
ﬁs Home 14-Sep-2023 10:21:02 @ 3 R ~Z @ ®
Hreorers |
Current events
(1mn
Recorded events
“i“Wireless devices 9 % {x x
& Auto-Detecti Z t Network
Add gateway uto-betection One managemen Network installation || configuration wizard
Elnstallatlon
# Settings
R
InstallationTool

=N
=

AUTRONICA v4.0.1.0

There are additional options such as a Network configuration wizard and
Network installation, but the user is advised to only use the Installation tool to
configure the luminaires and assign them to their own network.

The Network configuration wizard can be used in case you have only one
gateway to the installation.

3.1.6.1. Add gateway

3.1.6.1.1. Ethernet/Wi-Fi gateway
Gateway devices are used for the connectivity of all wireless devices and serve
as the primary bridge between these devices and the server API which in turn
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serves as the main communication point among the wireless devices, the Ul and
the database.

The user may access the Add gateway option in order to manually add a
gateway device to the system. This option should apply to all gateways that are
connected to the system through an ethernet cable or WIFI.

Firstly, specialized technicians must connect the power cables to the gateway.
Be careful the power for the gateway is 220-240V AC/50HZ

Secondly, the user should connect the gateway device to a network switch, as it
needs to be within the same network as the computer that initiates the
configuration.

Thirdly, the user may access this menu, in order to add a gateway to the system.

The Wireless Network Master Ethernet/Wifi gateway implements both Wi-Fi
and Ethernet connectivity capabilities and is compatible both with the standard
and the advanced version of this software. The device requires an active network
to connect with the main computer, which must be within the same subnet.

This gateway can monitor up to 200 wireless devices, including wireless
emergency luminaires, extenders, and input/output units forming a single
wireless network. The communication between the gateway and the computer
can be established with any one of the following ways: via ethernet — wired
connection (DHCP, or static IPv4), via Wi-Fi — WPA2/PSK (DHCP, or static
IPv4), and via Wi-Fi — WPS.

Add gateway

Time elapsed: 00:00

Start

Cancel

After initiation an invitation from the software to enable the gateway, as shown in
the previous image, the user needs to configure the device in order to connect to
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the local network. The gateway’s front cover needs to be opened to expose the
main board.

Inside of the front cover there is a sticker with the MAC address. There is a
different MAC address for the ethernet and WIFI connection.

The user then needs to press the BT3 button located on the left part of the
board for ten (10) seconds, while avoiding touching other areas of the circuitry.
The LD7 green LED will start blinking two (2) times per second, indicating the
Wi-Fi access point is running. This indication effectively notifies that the gateway
serves as a hotspot for the user to connect to.
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In order to connect to the gateway, the user will need a device that supports Wi-
Fi, i.e., a smartphone, laptop, or a tablet. They will need to find the point with the
following SSID: WIRELESS_LIGHTING_GATEWAY and use the following
password to connect: WIRELESSGW.

When their device is connected to the gateway’s access point, they may open a
web browser and navigate to the following address: 192.168.1.1, to reach the
webpage depicted in the following image.

WIRELESS LIGHTING GATEWAY
WiFi SSID:
WiFi PSWD:
IP static:
NETMASK:
GATEWAY IP:
IP Master
WiFi

Ethernet
OWwPS

ETHERNET _MAC: 1C:9D:C2:54:7F:A3
WiFi_MAC: 1C:9D:C2:54:7F:A0
WiFi AP MAC: 1C:9D:C2:54:TF:Al

Network_Adapter-Version: 2.1.5

Connectivity via Ethernet: In order to connect the GR-7603/V2 gateway to the
local network, the device must first be connected to the local network using a
UTP network cable with an RJ45 male connector and to the corresponding RJ45
port located at the bottom of the device.

Within the IP static field, a static IPv4 address for this device needs to be
entered. If left empty, a dynamic (DHCP) address will be assigned.

Within the NETMASK field, the network’s desired mask in case of usage Static
IP.

Within the GATEWAY IP field, the gateway’s IP address may optionally be
entered.

Next, the main computer's — the computer that is hosting the GR-7600/V2 -
WelReceiver service — IPv4 address must be inserted in the IP Master field. The
rest of the fields may be left empty.

Finally, the user may select the Ethernet option from the bottom of the webpage
and submit the form.
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Connectivity via Wi-Fi (WPA2/PSK): To connect the device with the local
network, a Wi-Fi (802.11 b/g/n) network with WPA2/PSK security must be active
and within range. The gateway will join the network as a client.

Within the WiFi SSID field, the SSID (name) of the Wi-Fi network the gateway
will join must be entered. The name is case-sensitive.

Within the WiFi PSWD field, the WPA2/PSK password must be entered.

Within the IP static field, the IPv4 address for this device needs to be entered. If
left empty, a dynamic (DHCP) address will be assigned.

Within the NETMASK field, the network’s desired mask in case of usage Static
IP.

Next, the main computer's — the computer that is hosting the GR-7600/V2 -
WelReceiver service — IPv4 address must be inserted in the IP Master field.

The user may then select the WiFi option from the bottom of the webpage and
submit the form.

Connectivity via Wi-Fi (WPS): To connect the device with the local network, a Wi-
Fi (802.11 b/g/n) network with the WPS feature must be active and within range.
The gateway will join the network as a client.

The main computer's — the computer that is hosting the GR-7600/V2 -
WelReceiver service — IPv4 address needs to be entered in the IP Master field.
The rest of the fields may be left empty.

Next, the user must have access to their Wi-Fi router and press the WPS button
to enable a WPS invitation.

Afterwards, they may select the WPS option from the bottom of the webpage to
submit the form.

If, after using one of the previous connection methods, the connection is
successful, the LD7 green LED will start blinking 1 time per second, indicating a
successful connection.
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Add gateway

Time elapsed: 00:00

\ 4

Gateway added successfully

Start

Cancel

If the LD7 is steady lit, this means that the gateway cannot establish
communication with the GR-7600/V2 software.
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3.1.6.1.2. USB gateway

It should be noted that the user can also connect a gateway device through a
USB cable. If a gateway is detected through one of the system’s USB ports, no
action is needed in order to add the gateway, as it is automatically detected and
added. The user, however, is advised to navigate to the list of gateways and view
the details of the new device’s status.

Gateways

Serial Last status

‘ uiD ‘ IP/Serial o e

Device type Gateway name

GR-7607/V2 USB Gateway | 116-GR-7607/V2 | USB Gateway A67TRVSBD | 0000907E | -A67RVEBD | COM4 2023-09-13, 08:33:18

Double-clicking on the new gateway device will display the status details.
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Device status details

@ m USB Gateway A67RVBBD
Model 116-GR-7607/V2, GR-7607/V2 USB Gateway 0 Request status
H E: Connection type USB, Connected: 9 /9
) |P/Serial -A6TRVEEBD ﬂ Shov;:;]nﬂom
uiD 0000307E
Description GR-7607/V2 USB Gateway
2023-09-13, 08:49:18
RF channel 2
SID 00000001
Plug-in module version | 1.53
Gateway version
Module type
Dispatch time _ & Set SID and RF
channel

If the device has been properly connected and identified by the system, then the
user will notice a change in the gateway column of their Home screen, as well as
notice the Online indication within the device’s status details.

Set SID and RF channel

Target gateway
|USB Gateway AG7RVBBD / 0000907E |

Set to factory defaults

siD 00000001 NKey
RF channel

>

Change now

The user can configure the SID and RF channel of the gateway in order to
change the network of the device. The initial network of a new, unconfigured
gateway is the default network and it is recommended that the user assign the
device to a different local network.
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3.1.6.2. Auto-detection

The user can access this option automatically detect all of the unregistered
connected wireless devices. After the procedure has finished, all unregistered
wireless devices will automatically be registered to an available gateway. The
devices will be connected to the gateway with the same parameters (SID,
Channel, NKEY). This procedure should naturally be initiated only after ensuring
that all the wireless devices have been correctly connected to the main power
supply network, as per the instructions given the installation guide included in
sub-chapter 3.1.6.6.2.

This procedure is recommended if the user does not wish to manually search
and register each point independently.

Auto-Detection

Total number of luminaires

Total number of extenders

Total number of wireless 10

9

1

Start

Total found

Total found

Total found

0

0

o

stop

Qo

- Sending request for Autodetection at: 13/09/2023 15:20:05
Elapsed time: 00:50 / 15:00

The maximum duration of the procedure is fifteen (15) minutes, after which it will
display the number of all the detected wireless devices up to that point. The user
may choose to terminate the procedure at any time, if they know the exact
number of the wireless devices that need to be detected by the system. Should
the user wish to connect additional devices in the future, they can follow the
same procedure to detect the new devices.
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3.1.6.3. Zone management

The user can select this option in order to assign a single or multiple luminaires
to a zone of operation. As described earlier, a zone assignment is useful
particularly when the user needs to manage and send commands to luminaires
that belong to a specific part of the installation site, such as the entire floor of a
building.

Zone management

Match luminaires with preferred zones . O

I Match selected Clear Clear Selection Ll‘\l,:rr;ir:aa:’roeusntg:a; G)
Gateway UID | uID | Model | Current zone ‘ New zone
0000907E Q0013EFE | OO013EFE 1694682770593 |Loungelight |5 3
0000907E 00016FDS | 00016FD5 1694682783208 | Loungelight |5 3
0000907E O0014A1E | DDO14A1E 1694682802044 | Loungelight |5 3
0000907E 0001623C | 0001623C 1694682813559 | Loungelight |5 3
0000907E 00013C3E | 00013C3E 1694682825948 | Loungelight |5

0000907E 00014A4C | 00014A4C 1694682829657 | Loungelight |5

0000907E 00014A5A | D00T4A5A 1694682832452 | Loungelight |5

0000907E O0012AAF | DD0T2AAF 1694682861427 | Loungelight |5

0000907E 00015D3B | 00015D3B 1694682906145 | Loungelight |5
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Zone management

Changing zones . .

Please wait

Once the process finishes, an appropriate message will be displayed along with
a list of all the zone changes that were directed by the user.

Zone management

Changing zones . .

Procedure finished

uip | Name | Model | Current Zone | New Zone | Status
0000907E 00013EFE | 00013EFE 1694682770593 | Loungelight |3 3 Success
0000907E 00016FD5 | 00016FD5 1694682783208 | Loungelight |3 3 Success
0000907E 00014A1E | 00014A1E 1694682802044 | Loungelight |3 3 Success
0000907E 0001623C | 0001623C 1694682813559 | Loungelight | 3 3 Success
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3.1.6.4. Installation tool (intended for USB gateways)

Installation tool is an external application tool that is installed alongside the
main software. It is the basic way of configuring all of the installed wireless
devices. After all wireless devices have been connected to the main power, in
order to configure the network of the wireless devices the user needs to connect
a USB gateway.

This gateway, once connected, serves as a regular gateway device. Accessing
the installation tool ceases its gateway function and the gateway can be used as
a Spectrum Analyzer, a Manual Installation Tool, or an RSSI Tester.

If the main computer on which the primary software is installed is stationary and
not within range of every powered device, then preferably a laptop computer,
running on Windows 10+, needs to be used in order to proceed with the setting
up of the devices.

Firstly, the user needs to open the tool from the Installation menu and proceed to
scan the network for a list with all available gateways.

Wireless Installation Tool — O *

When the scanning process is complete, the user may select a gateway and
connect to it. It should be noted that while a gateway is connected to this
software, it loses its connection with the primary software.
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Wireless Installation Tool — O >

ABTHNG2Q v

3.1.6.4.1. Spectrum Analyzer

In installation areas where other wireless systems operating at 868 MHz exist
nearby, it is recommended to use the Spectrum Analyzer tool to scan for traffic
on the 4 available RF Channels (frequencies). If there are no other wireless
systems at 868 MHz nearby, this step should be skipped.

The available channels are 2, 3, 4, and 5, ranging from 868.150 MHz to 868.450
MHz. This tool scans these channels continuously while indicating the maximum
and average measurement values for each.

Firstly, the user, after connecting the device with the Installation tool, should
select the Spectrum Analyzer option. Then, they may press on Start to run the
procedure.
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Wireless Installation Tool — O >

ABTHNG2Q v

Disconnect ‘“ (UID:00006743)

- /’ (é

Spectrum Analyzer ManuaITIns::aIIatlon Rssi Tester
0o

Spectrum Analyzer — O *

-30
70
e 2 3 4 5

Average Value Last Analysis Lasted

Max Value Collected

00:00

Each column indicates the measurements of the max and average values in dBm
in red and purple colors respectively. The user should allow the procedure to run
for at least 1 minute, according to the timer on the bottom-left of the new window.
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Spectrum Analyzer = O X

Average Value Analysis Started At 2/9/2023 2:09:59 PM

Max Value Collected

Spectrum Analyzer — O *

Average Value Last Analysis Lasted

Max Value Collected

01:50

It is recommended this test be run within various different areas of the installation
for better results. For every different area the timer should be reset, and the
procedure should run again for at least 1 minute. This process should be
repeated until the entire area of a wireless network is covered.
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For every installation area that is within an independent wireless network the
entire procedure should be run anew, in order for the results to be more accurate
about the occupied RF channels by area, and for the RF channels to be
separated to avoid excessive channel usage.

It is noted that those RF channels that indicate high max and/or average values
should be avoided during the network configuration. In the case of equal average
values among channels, those with the lowest max values should be preferred.

3.1.6.6.2. Manual Installation Tool — Step by step configuration

With the installation tool and the USB gateway you can separate and change
each network’s parameters (SID, Channel, NKEY) for every device. After the
procedure is done, the luminaires will be connected to the proper gateway (with
same SID, Channel, NKEY).

Power off all the gateways in the installation. Only the usb gateway
must be enabled, which will be used with the installation tool for the
commissioning.

A. Create a new network profile.

e Input the new SID, RF channel, Nkey and press “Add”.
If you want to create more networks (profiles for other gateways)
repeat this step. (You can create all the networks for all the
gateways now or create them one by one after finishing setting up
and connecting the luminaires to each one.)

e Press “Close” when you have finished with the new networks.
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OO0OFDA2 | 5, 0000FD2 , 3

Profiles - o =

SiD HEsy Security

0000FDIS5 D 0000FD95 _

Saved Profiles

DOOOFDS5 , 5 , DODOFDIS -]

000135, 2, 000135

00008FeG6 , 2, 00008F6E w
000NM3CB, 3, 000N3CE
0D00BF24 . 5, DO0DBF24
Q000FD32 , 3, 0ODOFD32
0DOOFD9S , 5, DODOFD9S

Closa
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B. Scan the (default) devices

By default, your USB gateway will be in default values (SID:00000001,
Channel: 2, NKey:00000000) which will already be pre-filled. Assuming that
this is the first installation, all the lights will also be in the default values.

e On the top of the window, input (if not already pre-filled) the default
SID, RF Channel and NKey values for the wireless network (USB
gateway) that will scan the devices with those values (default
luminaires).

e Click ‘Scan Network’ to run the scan process. The response from
all the devices with those network values may take up to 10
minutes.

| Mamusl installstion Tool = = *

SID Channel Scan
>

00000001 Netwark

| Rssi | HopCounter Phase | Parameters

Chanmge

Profiles
Metwork i
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C. Pair the devices (luminaires) to the network (gateway)

e Select the scanned devices one by one from the list, press right click
and select the right profile to be assigned to.

This way you can separate and pair the devices in the correct gateway. In
case you want to modify the whole list with the same
parameters select the profile you want from the icon:

¢ Once you are done selecting the network profiles for each
luminaire, press “Change Network” to assign them to selected
gateway.

Misnaial Installation Toal

S0 Channel NKey

D00OBOFB 0000BOFB

Tr'pt i HopCountir Paramdalods OOO0BOFE , 3, ODODBOFE
OoO0daas, 2, 000484
OOOOFD32, 5, 000OFD32

CDI80000 | LUMINAIRE 5, DOOOFD

[*2 | 00100006 | _LUMINAIRE D00OFD32 ., 5,

OODDETAF | LUMINAIRE |-490 OOOOFD32 . 5, DODOFD3Z , 2
LUBMINAIRE | -45 5 . DODOFDIZ . 3

LUMINAIRE L 0MJOFD32 . 5, DDOOFD3Z , 3

Change
Network
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e Wait while the procedure is running (column “Phase” loading)

! Blanual Installstion Tool

510

000000

ui

CD2R0000

D00 FAF

D0005I2E

DONO0006

O0O054ER

Channel

Type

LUMINAIRE | -45

LUMIMAIEE | -4%

LUMIMAIRE | -47

LUMINAIRE | -

LUMIMAIRE | -5

D. Pairing results

When the procedure finishes, check the column “Phase”.

If the device has received the new profile parameters successfully, the
icon will turn green.

HopCounter

Parameters

0O0OBOFE

QO0OEOFE

QOIOB0FE

0O0OBOFE

3 . DOODEOFR

3 . DOODE0FE

3 . DOODEOFE

3, DOOOBOFE

0000BOFE , 3. 00

If the device does not receive the new profile parameters successfully the
icon will turn red.

When some of the devices do not receive the new parameters
successfully, you can move on to the next step.

Take note of this device in order check it again after you add the gateway
in the software.

Usually, some luminaires do not manage to send the response on time

and the tool marks them up with red as unsuccessful. After some time, the

luminaire will communicate, and you will be able to check its status from
the software. If you cannot find them in the software, go and check the

luminaire as it may be faulty, disconnected module, powered off, marginal

signal.
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One you solve any possible issues in the devices, follow the “Pair device”
procedure for the unassigned devices.

Manusl Installsbien Toal _ I W

SID Channel NEey
Rescan

ODOOBOFE DOOOBOFE Metwork

Type i HopCounter | Phase Parameters

LUMIMAIRE u L OODOBOFE ; 3, D00
LUMIMAIRE 1 OODOBOFB , 3,
LUMINAIRE 0 OOO0BOFE , 3 , OO0OBOFB
LUMIMAIRE | -49 OO0OBOFE ., 3, DOOOBOFE

LUMINAIRE | -44 OODOBOFE . 3.

Change

Profiles
Metwork S
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3.1.7. Settings

The settings item is the last element of the application’s menu. It contains various
options for the user to select, the most important of which regard the
configuration of the devices’ testing, emailing general and notification reports and
the configuration of a Modbus device.

The complete range of options includes general settings, where the user can
update the software, open the application settings, enable screen saver and the
dimming level timers. Test configuration settings, where the user can set up the
date and time for the execution of function and battery tests, e-mail settings,
where the user can set up an e-mail account and the sending of automatic
reports to all subscribed users, and Modbus settings, displaying the exact
mapping of each device to their respective register address.

3.1.7.1. General
The following image provides an overview of the general settings.

General

Dimming level timer

. Manufacturer's menu
settings

Screensaver settings

Tests

Update Application settings

E-mails

Modbus

From the General menu you are able to set up the screen saver, perform update
to the software and open the application settings.

3.1.7.1.1 Dimming Level time settings

Another available option to the user is the ability to set specific timers for the
automatic dimming level of the luminaires of a specific zone. There is no limit to
the number of timers the user can create, edit, or delete.
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Find in name

Dimming level timer settings

Active Name Mon Tue Wed Thu Fri Sat  Sun Zone ;:: ::Ia;‘::::s fi::e ::;::: :ss
Timer 1 v "4 Zone 7 08:00 80 15:50 0
Timer 1-1 4 ALL 14:05 40 14:10 0
Timer 1-2 "4 Zone 7 14:10 100 14:15 40
Timer 1-3 v Zone 7 14:20 &0 14:25 0
Timer 1-4 "4 Zone 7 14:28 100 14:30 40
Timer 1-5 b ALL 1446 60 14:48 0
Timer 1-6 "4 Zone 7 14:50 100 14:52 40

v

The leftmost option enables the user to add their own timer. They can select the
days on which the timer will be active, the zone of luminaires and the brightness
levels.

Add

New Timer

Timer name
|Timer1 Mondeys
Active days
Monday Tuesday Wednesday

Thursday

Friday

Saturday

Sunday

[v

-

-

-

-

-

-

Zone

Start time

o Brightness
00:00 3| |60 v
-

End time

4 | Brightness
2359 [2] o v|
-

They may also edit an existing timer.

1

02

Save

Close
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Delete Timer

Active Timer name
I_ |Timer1 |
Active days

Maonday Tuesday Wednesday Thursday Friday Saturday Sunday

v r r N v N N
Zone 4. | Brightness 4 | Brightness
sarttime 08:00 [] [0 ¥|  Endtime [15:50 ] [o
b 4 h 4

Close

They may also delete a timer and confirm their action.

Delete Timer
Active Timer name
N Timer 1-1 |
Active days
Monday Tuesday Wednesday Thursday Friday Saturday Sunday
r r r I v r r
Zone 4. | Brightness 4| Brightness
ALL | starttime [1405 &[40 | endtime [14:10 5] o v|
b hd
m
Delete

Close

The rightmost option enables the user to reset all timers to the default timers that
are available at the time of installation.
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Warning confirmation

3.1.7.1.2 Software updater

Software updater either automatically via an online source or via USB.

Update

Update from
UsB

Online update
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For the former option, the user needs to select the Online update tab to start the
process. It will automatically be completed, whether an update is found, or the
software is already up to date.

Update
Update from .
USB Online update
- Downloading checksums
Update
Update from

USB Online update

- Downloading checksums
- Checksums downloaded!
- Looking for new version!

Your software is up to date!

The latter option, through a USB device, allows the user to connect a flash drive
for the system to scan for an update file. If the current version is older than the
version in the update file, then the application proceeds to update.
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Update

Update from | 5
USB Online update

Finally, this menu allows the user to also access the networking and certificate
creation settings through the Application settings option. The same window can
also be accessed through the login screen by pressing the gear icon.

GR-7600 Settings v1.0.3.8 - d ped
Wireless Emergency Lighting App. Settings Your Local IP:
Database Certificates - Settings [2]
Database IP Address: IZ‘ Port: |61433 Cr.egte P Autofill
Certificate
Database Provider: SOL Server w
Data Receiver User Interface
AP IP: 127.0.0.1 AP IP: 127.0.0.1
DB Schema: DB Schema:
DB Mame: WELDE. DB Mame: WELDE.

Master Panel 1Dz Master Panel [D: 1

1]
1]

Member [D: Member [D:
Provider: AUTROMICA - Provider: AUTROMICA ~
Load Recerver .jsen l:l Lead Ul json l:l

Manufacturer Tablet

Run User Restart Metwork Connect to

Interface Computer Settings WiFi Utilities Submit Close
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3.1.7.2. Tests

The Tests tab allows the user to enable or disable the lamp and battery
hardware tests that are available to them.

Through the upper half of the view, the user may choose the frequency with
which the luminaires’ lamp test will be carried out, the time of day the test will
commence, and a test re-execution time interval in seconds, in case the
automatic test fails to begin.

The lamp test is a short duration process, depending on the network and the
device’s model, that activates the luminaires, which self-record their circuit
measurements and register the values in the application. In the case of the
existence of faulty measurements, the events are recorded and can be seen
within any one of the In fault interactive fields of the Home screen.

The lower half of the view enables the user to enable up to 2 battery tests and
set the dates and times of both. It is recommended that the two tests be set 6
months apart from one another to achieve a more complete image of the
luminaires’ autonomy.

The battery test is a long duration process, mainly depending on the type of
luminaire model and their batteries. It fundamentally is a duration test that stops
when the battery is depleted and records the autonomy of each device. The
results of this test are registered in the application.

ﬁ Home 14-Sep-2023 15:7:52 ® = rQ\ s : @ ®
rloarplan _
Current events Lamp test
3 General p
' [V Enabled
Recorded events Tests RN a
i Everyday ~ at |08:00 =
“i'l}Wireless devices E-mails
v
: Modbus
E Installation Re-execute lamp test process every (seconds) | 120 I
ﬁ Settings Battery test
[v' Enabled [V Enabled
- - - a
01/01 ~| (0800 = 01/07 ~| |08:00 <
- v - -

P L4
alms

AUTRONICA v4.0.1.0
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3.1.7.3. E-mails

The E-mails settings tab allows the user to set up and configure an e-mail
account under the address of which e-mails will be sent to all registered users.
The e-mails can either be a general report of the system’s status, or a notification
message also containing the system’s events.

14-Sep-2023 15:10:56

Settings
General I Send scheduled general report e-mails every I Send notification e-mail
Daily v at -~ Daily v at -~
Tests = =
1456 < 1456 <
E-mails v v
You will have to configure your e-mail account to allow
Modbus access to third party applications. You will also have to
provide the SMTP host address and the SMTP port number

Sender's e-mail

N == :
|'| m] Sender e-mail has not been set up

Send general report 3] Send notification 35
e-mail e-mail

AUTRONICA v4.0.1.0

Sender’s e-mail, the user may click on the pencil icon to register an address,
email’'s password and mail's server configuration to be able to send out report
and notification mail.
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Sender e-mail configuration

Sender's e-mail Sender's password
example@gmail.com ssssssse

Mail server SMTP host Mail server SMTP port
smtp.gmail.com 25

©

Accept

The user may also click on the close icon to delete the registered sender and
save the details of another configured e-mail account.

Delete sender

Are you sure you want to delete the sender?

Lastly, the system requires that there is at least 1 recipient to receive the e-mail.
Through the top navigation bar of the application window, the user may select the
user icon to open a drop-down menu.

‘ Connected user:
admin

[—) Sign out

& Users management

By selecting Users management, they gain access to a user management
window, where they can create, edit, or delete a user from the system, as
described earlier in this manual.
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Users

m . Isemngs'
Username |U5€f1 |
Full name |John |
E-mail [smith |
User type |U5er v
B @ -
m Save

The General tab in the above window contains the basic information the system
needs to register a new user or edit these fields and save the new information. A
user type may also be selected that determines the access level of a user within
the software.

The Settings tab contains the eligibility of the selected user to receive general
report or notification e-mails. By checking the E-mail recipient box, the selected
user can receive system related e-mails.

General  Settings
——
E-mail recipéent [7
B @ "
e i = | Save
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3.1.7.5. Modbus

Before delving into the Modbus tab of the Settings menu, the Modbus protocol
and registry map, and the function codes for status monitoring of the system will
be described.

Generally, the Modbus implementation allows the user to have an overview of
the system’s status, and a detailed view of the status of each device of the
system. The Modbus’ specifications are based on the Modbus Application
Protocol v1.1b and the Modbus Messaging Implementation Guide v1.0b. It
should be noted that the system can only operate within the Modbus TCP
protocol, supporting the following function codes: 03 Read holding registers.

The following sub-chapters comprise a break-down of the function of the Modbus
within the TCP/IP protocol.

3.1.7.5.1. Modbus on TCP/IP Application Data Unit
This section describes the encapsulation of a Modbus request or response when
executed within a Modbus TCP/IP network.

MODBUS TCIP/IP ADU

MBAP Header || Function code Data

PDU

The previous image displays a Modbus request/response over a TCP/IP network.
A dedicated header is used on TCP/IP to identify the Modbus Application Data
Unit. It is called the MBAP Header — Modbus Application Protocol header.

This header is different compared to the Modbus RTU application data unit on
the following accounts:

(i) Firstly, The Modbus ‘slave address’ field that is usually used on the Modbus
Serial Line is replaced by a single ‘Unit Identifier’ Byte within the MBAP Header.
The ‘Unit Identifier’ is used to communicate through devices such as bridges,
routers, and gateways that use a single IP address to support multiple
independent Modbus end units.

(i) Secondly, all Modbus requests and responses are designed in such a way
that the recipient can verify that a message has finished its transmission. For
those function codes, where the Modbus PDU — Protocol Data Unit — has a fixed
length, the function code alone suffices. For those codes carrying a variable
amount of data in the request correspondence, the data field includes a Byte
count.

(iii) Lastly, when the Modbus is carried over the TCP network, additional length
information is also carried in the MBAP Header to allow the recipient to recognize
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message boundaries even if the message has been split into multiple packets for
transmission. The existence of explicit and implicit length rules and the use of a
CRC-32 error check code — on Ethernet — results in an infinitesimal chance of
undetected corruption within a request or response message.

3.1.7.5.2. MBAP Header
The MBAP Header contains the following fields.

Fields Length | Description - Client Server
i - Recopied by the
Transaction 2 Bytes Identification of a MODBUS Initialized by the server from the

Identifier Request / Response transaction. | client

received reguest

Recopied by the
server from the

received request

2 Bytes In?t\alized by the
client

Protocol Identifier 0 - MODBUS Protocol

Initialized by the
client (Request)

Initialized by the

Length server (Response)

2 Bytes | Number of following bytes

Recopied by the
server from the

received request

Identification of a remote
slave connected on a serial
line or on other buses.

Initialized by the
client

Unit Identifier 1 Byte

The Header is seven (7) Bytes long:

(i) Transaction Identifier — It is used for transaction pairing, where the Modbus
server places the transaction identifier of the request inside the response.

(i) Protocol Identifier — It is used for intra-system multiplexing, where the Modbus
protocol is identified by the value 0.

(iii) Length — The length field is a Byte count of the subsequent fields, including
the Unit Identifier and data fields.

(iv) Unit Identifier — This field is used for intra-system routing purposes. It is
typically used to communicate with a Modbus+ or a Modbus Serial Line slave
through a gateway between an Ethernet TCP/IP network and a Modbus Serial
Line. This field is set by the Modbus client in the request, where the server must
return a response of the same value.

All Modbus/TCP ADUs are sent via TCP to the registered port of 502. It should
be noted that all different fields use the Big-endian order for encoding. The Big-
endian order of encoding stores the most significant Byte in the sequence first, at
the lowest storage address.

3.1.7.5.3. PDU Data
03 (0x03) Read Holding Registers

The above function code is used to read the contents of a contiguous block of
holding registers in a remote device. The Request PDU specifies the starting
register address and the number of registers. Inside the Protocol Data Unit,
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registers are addressed starting at zero. Therefore, registers numbered at 1-16
are addressed as 0-15.

The register data in the response message are packed as two Bytes per register,
with the binary contents aligned right within each Byte. For each register, the first
Byte contains the high-order bits and the second Byte contains the low-order bits.

Request

Function code 1 Byte 0x03

Starting Address 2 Bytes 0x0000 to OxFFFF

Quantity of Registers 2 Bytes 110125 (0 x 7D)
Response

Function code 1 Byte 0x03

Byte Count 2 Bytes 2% N*

Register Value N* x 2 Bytes

*N = Quantity of registers

Error

Emor code 1 Byte 0x83
Exception code 1 Byte 01 0r02 or03 or04

Next, follows an example of a request to read registers numbered at 108-110.

Request Response
Field Name (Hex) Field Name (Hex)
Function 03 Function 03
Starting Address Hi 00 Byte Count 06
Starting Address Lo 6B Register value Hi (108) 02
MNo. of Registers Hi 00 Register Value Lo (108) 2B
MNo. of Reqisters Lo 03 Register Value Hi (109) 00
Register Value Lo (109) 00
Register Value Hi (110) 00
Register Value Lo (110) 64

The contents of register 108 are shown as the two Byte values — high-order and
low-order — of 02 2B in hexadecimal, or 555 in decimal, respectively. The
contents of registers 109-110 are of a 00 00 and 00 64 hexadecimal value, ora 0
and 100 decimal value, respectively.

The following image displays the flow chart, or state diagram, of the described
function code — 03 (0x03) Read Holding Registers.
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1

MB Server receives mb_req_pdu

r

MO Functioncode
supported
h J
ExceptionCode =01 r vES
O <oxmm < Quantity of Registers < mm?n>
ExceptionCode =03 erES

Starting Address —= 0K
NO AND
Starting Address + Cluantity of Registers — OK

YES

ExceptionCode =02 ‘ ¥
| Request Processing

A 4

lNO <Read MultipleReqgisters == OK>

ExceptionCode = (4 YES

b

MB Server Sends mb_rsp

¥ h 4 Y Y

MB Server Sends mb_exception_rsp

3.1.7.5.4. Modbus Response Building

Once the request has been processed, the Modbus server has to build the
response using the appropriate Modbus server transaction and send it to the
TCP management component.

Depending on the result of the processing, two (2) types of response can be built.
(i) A positive Modbus response:

the function code response is equal to the function code request.
(i) A Modbus exception response:

(a) the objective is to provide the client with relevant information
concerning the error detected during the processing,
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(b) the function code response is equal to the function code request plus
0x80, and
(c) the exception code is used to indicate the reason for the error.

Exception Code |MODBUS name Comments
01 lllegal Function Code | The function code is unknown by the server
02 lllegal Data Address Dependant on the request
03 lllegal Data Value Dependant on the request
4 Server Failure The server failed during the execution
05 Acknowledge The server accepted the service invocation but the

server requires a relatively long time to execute. the
server therefore returns only an acknowledgement of the
service invocation receipt.

05 Server Busy The server was unable to accept the MB Reqguest PDU.
The client application has the responsibility of deciding
if and when o re-send the reguest.

Gateway problem Gateway paths not available.

Gateway problem The targeted device failed to respond.
The gateway generates this exception.

B | %

The Modbus response PDU must be prefixed with the MBAP Header, which is
build using data memorized in the transaction context.

(i) Unit Identifier — The Unit Identifier is copied as found within the received
Modbus request and subsequently memorized in the transaction context.

(i) Length — The server calculates the size of the Modbus PDU plus the Unit
|dentifier Byte. This value is set in the ‘Length’ field.

(iii) Protocol Identifier — The Protocol Identifier field is set to 0x0000, per Modbus
protocol, as found within the received Modbus request.

(iv) Transaction Identifier — This field is assigned the ‘“Transaction ldentifier’ value
associated with the original request and memorized in the transaction context.

Then, the Modbus response must be returned to the correct Modbus client using
the TCP connection that was memorized in the transaction context. When the
response is sent, the transaction context must be empty.

3.1.7.5.5. Registers
All the available holding registers that describe the system and device status are
presented below, and for the length of the following pages.
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Register Addresses
Start Address|End Address| Access |Use
0001 0001 Read (R) | Online Status
Qo022 0002 Read (R) | Total Faults in system
0003 0003 Read (R) | Luminaires Count
0004 0004 Read (R) | Luminaires With Fault Count
Qoos 0005 Read (R) | Luminaires In Emergency Count
0006 0006 Read (R) | Luminaires In Test Count
ooy 0007 Read (R) | Gateways Count
Qoos ooos Read (R) | Gateways With Fault Count
0009 0009 Read (R) |Extenders Count
o010 o010 Read (R) |Extenders With Fault Count
0011 0011 Read (R} |10 Wireless Unit Count
o012 0012 Read (R) |10 Wireless Unit Count With Fault Count
0013 0013 Read (R) |Unregistered Devices Total
o014 0014 Read (R) | Wless Luminaires In Forced Emergency Count
0015 0015 Read (R) |10 Wireless Unit With Input1Detected Count
0016 0016 Read (R) |LastValid Device Adress
Devices Status
Start Address|End Address| Access |Use
1001 KR AR Read (R} | Devices Status

Eachdevices status is 10 addresses long and the total length depends on how many devicesare installed

inthe system.You can view the addresses from the menu modbus -=View Mapping Table

System Overview

Start Address

End Address

Access

Use

ooo

0001

R

Online Status

Bit0=Phos4.0 AP10Online, Bit1=Data Receiver Online, Bit2-15 = Not Used

Start Address

End Address

Access

Use

0002

0002

R

Faults Total

The 16 bit read only holding register value is an unsigned integer value and displays the system current

Total Faults Count.

Start Address

End Address

Access

Use

0003

0003

R

Luminaires Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current

Luminaires Count.

Start Address

End Address

Access

Use

0004

0004

R

Luminaires With Fault Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current

Luminaires WithFault Count
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Start Address|End Address| Access
00os 0005 R

Use

Luminaires In Emergency Count

The 16 bit read only holding register valueis an unsigned integer value and displays the system current
Luminaires in Emergency Count

Start Address|End Address| Access
0006 0006 R

Use

Luminaires In Test Count

The 16 bit read only holding register valueis an unsigned integer value and displays the system current
Luminaires in TestCount.

Use
Gateways Count

Start Address|End Address| Access
0007 0007 R

The 16 bit read only holding register valueis an unsigned integer value and displays the system current
Gateways Count.

Start Address|End Address| Access |Use

0008 0008 R Gateways With Fault Count
The 16 bit read only holding register value is an unsigned integer value and displays the systemcurrent
Gateways With Fault Count.
Start Address|End Address| Access
0009 0009 R

Use
Extenders Count

The 16 bit read only holding register valueis an unsigned integer value and displays the system current
Extenders Count.

Start Address|End Address| Access
0010 0010 R

Use
Extenders With Fault Count

The 16 bit read only holding register valueis an unsigned integer value and displaysthe system current
Extenders With Fault Count.

Start Address|End Address| Access
0011 0011 R

Use
10 Wireless Unit Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current
WirelessIO UnitCount.

Start Address|End Address| Access
0012 0012 R

Use
10 Wireless Unit With Fault Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current
WirelesslO Unit With Fault Count.

Start Address|End Address| Access
0013 0013 R

Use
Unregistered Devices Total

The 16 bit read only holding register value is an unsigned integer value and displays the system current
Unregistered Devices in Total.
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Start Address|End Address| Access |Use

0014 0014 R Wireless Luminaires In Forced Emergency Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current
WirelessLuminaires in Forced Emergency Count

Start Address|End Address| Access |Use
0015 0015 R 10 Wireless Unit With Input1 Detected Count

The 16 bit read only holding register value is an unsigned integer value and displays the system current
Wireless|O UnitWith Input1 Detected Count.

Start Address|End Address| Access |Use
0016 0016 R Last Valid Device Adress

The 16 bit read only holding register value is an unsigned integer value and displays the system current
Last ValidDevice Address.

3.1.7.5.6. Device Status

The device status consists of 5 read-only holding registers and its value must be
interpreted as bit-fields. Each bit of the 16-bit register value is presented at the
following tables.

UID 1

bit 0-15 | UID (MSB)
UiD 2

bit 0-15 [ UID (LSB)

*UID = UID (MSB) + UID (LSB)

Device Type/Zone *Device Type:
bit0 — bit2 Device Type
bit 3 —bit6 Spare 0=No Device
bit7 Connection Time Out .
bit8-15 | Zone 8 1=Wifi Gateway

2=Ethernet Gateway
3=USB Gateway
4=Luminaire
5=Extender

6=I0 Unit
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Device Status (1)

bit 0 Spi Comm Error

bit 1 Lum

inaire Maintained

bit 2 Lum

inaire Mains Fault

bit 3 Lum

inaire Battery Charging

bit 4 Luminaire Battery Cut Off Status
bit 5 Luminaire Battery Fault

bit 6 Luminaire Charger Fault

bit 7 Luminaire Lamp Fault

bit 8 Luminaire in battery Capacity Fault
bit 9 Luminaire in Battery Test

bit 10 | Luminaire in Lamp Test

bit 11 | Lum

inaire Lamp Test Made

bit 12 | Luminaire Forced Emergency
bit 13 | Spare
bit 14 | Spare
bit 15 | Spare
Device Status (2)
bit 0 — bit 7 | Dimming Level (%):8
bit 8 10 Supply From DC
bit 9 IO VccNok
bit 10 10 Input1 Detected
bit 11 10 Input2 Detected
bit 12 IO Relay1 Armed
bit 13 IO Relay 2 Armed
bit 14 Spare
bit 15 Spare
s grersael_= 1w 1212l T ol T T 1 -1 T T T T [

Returning to the application and its Settings menu, the user may navigate to the
Modbus tab from the Ul. The following image displays the available options the
user has to configure their Modbus.
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14-Sep-2023 15:38:26

Settings
SEET Modbus slave address
Tests Modbus TCP port 502
E-mails || Modbus TCP/IP address |
Modbus
v .
Modbus mappings [¥ Modbus compatible

table maintenance

] [
A=

AUTRONICA v4.0.1.0

In the case of multiple Modbus slaves, the user can select the preferred Modbus
slave address for the system, while maintaining the value of the Modbus TCP
port field. The Modbus TCP/IP address field must contain the IP address of the
computer on which the Modbus service is installed.

The user may also access the Modbus mappings table maintenance to create
or view the mapping table of the device addresses and status.
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Devices found: 12 Modbus mappings table: 12
uiD ‘Ir):;:e Panel uiD mf:; Device type Panel

3 CpLOLIs RS Extender |1 3 0000207E E1luill Gateway 1

N 0000907E | Gateway |1 T 00010FD1 | 41021 WirelesslO 1
00010FD1 | WirelesslO |1 00013EFE | 41031 Luminaire 1
00012AAF | Luminaire |1 00013C3E | 41041 Luminaire 1
00013C3E | Luminaire |1 00014A1E | 41051 Luminaire 1
O0013EFE | Luminaire |1 00014A4C | 41061 Luminaire 1
00014A1E | Luminaire |1 00014A5A | 41071 Luminaire 1
00014A4C | Luminaire |1 0001623C | 41081 Luminaire 1
00014A5A | Luminaire |1 00016FD5 | 41091 Luminaire 1
00015D3B | Luminaire |1 00012AAF | 41101 Luminaire 1
0001623C | Luminaire |1 00015D3B | 41111 Luminaire 1
00016FD5 | Luminaire |1 00004C97 | 41121 Extender 1

View Modbus mappings

table

regno uid devType communicatior spicommerror io_status_value luminaires_stat dimminglevel zone lastStatusTime
b—m 81662 4 O O 0 5 0 ] 2023-09-14...
1090 94165 4 O O 0 1 ] ] 2023-09-14...
1050 84510 4 O O 0 5 0 ] 2023-09-14...
1080 90684 4 ] ] 0 1 1] 0 2023-09-14...
1040 80958 4 O O 0 5 0 0 2023-09-14...
1060 84556 4 O O 0 5 0 0 2023-09-14...
1070 84570 4 O O 0 5 0 ] 2023-09-14...
1100 76463 4 O O 0 5 ] ] 2023-09-14...
110 89403 4 O O 0 21 0 ] 2023-09-14...
1010 36990 3 ] ] 0 0 1] 0 2023-09-14...
120 19607 5 O 0 0 0 0 2023-09-14...
1020 69585 6 O 48 0 0 0 2023-09-14...
< >

It should be mentioned that in order to enable the Modbus mapping capabilities
of the present software, the user needs to check the Modbus compatible box.
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4. Application Settings

In the application settings menu, you can find additional configurations
about the system.

GR-7600 Settings +1.0.3.8 — O *
Wireless Emergency Lighting App. Settings Your Local IP: 127.0.0.1 EEEE
Database Certificates - Settings ?
: 127.0.0.1 7 :
Database IP Address Port: 61433 Crg;te P Autofill
Certificate
Database Provider: SQL Server
Data Receiver User Interface
APLIP: 127.0.0.1 ? APL 1P 127.0.0.1 ?
DB Mame: WELDB. DB Mame: WELDB.
Master Panel [D: Master Panel [D:
Provider: AUTROMICA Provider: AUTROMICA
Load Receiver json | ___ Load Ul json
Run User Restart MNetwark Connect to i .
Interface Computer Settings WiFi Utilities Submit Close

4.1 Network Settings

Network Settings, opening the windows connection form. From there you
are able to configure the system’s IP and subnet mask.

4.2 Connect to WiFi

In case you need to connect the system to Wi-Fi network you can open the
Connect to Wi-Fi form. The form searches for all the available Wi-Fi
networks.
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4.3 Utilities

4.3.1 Reset database

In order to reset the database and delete all the users and configurations
from the software you can go to Application settings then to the Utilities
menu and select Reset database.

A window will prompt you to add the log in username and password that
you have from administrator account.

! The above procedure will perform a factory reset to the software!

4.3.2 Backup & Restore
You are able to take a backup from the entire system and keep it to use in
case of

e Backup, from application settings go to Utilities and Backup
operation. A prompt window will appear to select the path and
the folder you want to save the file.

When the procedure finished, in the folder will have 2 files
= GwCertRoot
= weldb 2023 05 16T12_01_41.bak

e Restore, to restore your configurations and the ethernet
gateways continue to work as it is you must keep the same IP
address to the software.

»  Select the folder that you gave restored the
backup files.

" You must know your SQL account that you had
created during the installation.
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¥ Provide SOL login Username - O >

Usernarme and Password of the SCL login account,
(Credentials of the 50L account created during
the installation of the software!)

SQL Login Password

Submit

4.3.3 Date & Time
From this menu you are able to change the date and time to your system

5. Additional Notes

The wireless network settings — SID, RF Channel, NKey — are stored in the
hardware memory of each wireless device individually. In order to restore these
to their default values — 00000001, 2, 00000000 — either use the Network
Configuration Wizard, or in the case of the communication having been lost,
each device needs to be reset to its default settings through its dedicated on-
board button (see the product manual).

In case of a gateway device failure, it can be replaced with a new one and its
settings set to the same values — SID, RF Channel, NKey — manually, without
resetting all the connected wireless devices to their factory settings. This option
is found within the Wireless devices menu, the Gateways option and through
editing the selected gateway. "Then, after accessing the edit option the user
needs to select Set SID and RF channel to change the SID and RF Channel
values of the gateway.

After the completion of the installation of the connected devices and their
networking with their appropriate gateway device, it is recommended that a lamp
test be run to ensure the proper communication of the emergency luminaires with
the gateway, and the system by extension. If the system includes an
interconnection with other security systems, i.e., through a Wireless Input/Output
unit, a system event should be simulated by triggering the input to ensure the
proper functionality of the Wireless Emergency Lighting system.
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6. Epilogue

GR-7600/V2 is fully fledged commissioning and monitoring master software that
accompanies or can be installed on a computer unit, capable of controlling the
setting up of networks of devices, their installation and command assignment
procedures, as well as perpetually monitoring their status and functions in
general.

Its built-in functionalities afford the end-user, or the expert responsible for the
installation and the setting up of related hardware within this software, complete
control over the behavior of all relevant devices throughout multi-faceted, larger
installation areas, from one computer. These devices include gateways and
wireless devices, such as emergency luminaires, extenders, and input/output
units.

Disclaimer: The present is a user manual, the usage of which primarily
addresses the end-user and/or technicians with the required knowledge to
assess the technical parts of this manual, covering most major aspects of the
product’s general installation process, from physically installing the hardware to
the software’s inner functionality. Assistance from expert personnel may be
required for the completion of the installation and the utilization of all available
functions.
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